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ABSTRACT

FAIRNESS IN SOCIAL NETWORK ANALYSIS: MEASURES AND ALGORITHMS

By

Farzan Masrour Shalmani

The use of machine learning in human subject-related tasks has resulted in growing concerns

about the inherent biases within such automated decision-making algorithms. In response to these

concerns, we are witnessing a growing body of literature that focuses on designing fairness-aware

machine learning algorithms. However, current fairness research is mostly limited to non-relational,

independent and identically-distributed (i.i.d) data. To overcome this limitation, this thesis aims to

develop fairness measures and algorithms for analyzing social networks, which is an important class

of relational data. In particular, this work investigates the challenges of ensuring fairness in link

prediction, node classification, and network sampling, which are three important network analysis

tasks. First, we develop a novel fairness-aware link prediction framework that combines adversarial

network representation learning with supervised link prediction based on network modularity

measure. We show that this approach promotes more diverse links and addresses the filter bubble

problem in social networks. Second, we investigate the node classification problem from a fairness

perspective. We introduce a novel yet intuitive measure known as fairness perception and provide an

axiomatic approach to analyze its properties. A fairness-aware classification algorithm is developed

to balance the trade-o� between maximizing accuracy and minimizing the perception of bias in

the classification decisions. Using a graph-theoretic framework, we present a theoretical bound on

the gap between the true positive rates for di�erent groups of individuals when fairness perception

is maximized. Finally, we investigate the network sampling problem from a fairness perspective.

Specifically, we propose a novel fairness-aware network sampling framework that combines the

structural preservability and group representativity objectives into a unified structure. We also

present a fair greedy sampling algorithm with bounded approximation guarantees.
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CHAPTER 1

INTRODUCTION

The transformative impact of machine learning on our daily lives is undeniable. Integration of

machine learning algorithms into decision making in various sectors such as healthcare [175, 18],

banking [103], and criminal justice system [15, 62] are becoming increasingly popular. Neverthe-

less, it has also resulted in growing concerns regarding the potential implicit bias in the decision

outcomes of these algorithms [11]. In particular, the output of these algorithms may discriminate

against particular subgroups in the population, as identified by their protected attributes such as

gender, race, or sexual orientation. For instance, a previous study [11] has suggested that the risk

assessment software used in courtrooms in Florida discriminates against African Americans. The

study found that black defendants were nearly twice more likely to be misclassified as higher risk for

recidivism than their white counterparts. In addition, discrimination in machine learning decisions

has been reported in other situations like hiring [42], credit scoring [2], and medical diagnosis

[101].

There have been concerted e�orts to address these concerns in recent years. However, despite

the increasing body of literature on quantifying fairness and developing fair machine learning

algorithms, existing studies are mostly limited to non-relational data, which assume that the data

instances are independent identically distributed (i.i.d). Relational data violates this assumption of

independence as the individual data instances can have direct relations with one another [51]. For

instance, there is a correlation among the underlying content or topics of two papers in a citation

network if one cites the other.

An important class of relational data is that of network data. Networks are powerful tools for

modeling interactions between entities in a complex system. Examples include the Internet as a

physical network of interconnected computing devices, social media platforms such as Facebook

for human communications, and gene regulatory networks in biochemical systems. Analyzing the

properties of these networks may provide useful insights into the underlying mechanism governing
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the behavior of the complex system. In particular, substantial progress has been made to address

fundamental questions such as: How are the links established in a network? How do communities

formed and sustained over time? To provide answers to these and many other network related ques-

tions, innovative algorithms have been developed to mine the rich and rapidly growing repositories

of network data.

This thesis focuses on developing fairness measures and algorithms for social networks. The

key research question of this thesis is as follows: How to develop a fairness-aware network analysis

framework? In other words, how to detect and mitigate bias in algorithmic decisions in network

data? In the rest of this chapter, I will first describe this challenge in more details and explain why

it is an important problem. I will then discuss the main contributions of this work and provide an

outline of the rest of the thesis.

1.1 Fairness in Network Analysis

Social network data have proliferated over the past decade. By 2016, 80% of all mobile owners

in the US have switched to smartphones, which is a 38% increase compared to just five years

before1. This means more online users, more online purchases, and more social networking apps.

Many of these apps employ machine learning algorithms, including network-based models, to

provide a variety of services to their customers. However, recent studies [10, 99] have shown that

these algorithms can be prone to biases. For example, Ali et al. [10] showed that the ad targeting

algorithms behind online digital advertising platforms such as Facebook have significant bias in

their advertisement delivery along gender and racial lines.

In order to address biases and discriminatory decisions in machine learning, the following

questions need to be answered: (1) How to objectively quantify whether an algorithmic decision

is fair/unfair? (2) How to design algorithms that will mitigate the unwarranted biases and prevent

discrimination against individuals or underrepresented groups? For i.i.d. data, researchers have

proposed several definitions of fairness that generally compare an algorithm’s performance on

1
https://www.freshbooks.com/blog/smartphone-revolution-small-businesses
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di�erent subgroups of the population. This allows us to answer questions such as “Is the minority

group more likely to be misclassified than the majority group?" by comparing the disparity in false

positive or false negative rates of classification models across di�erent groups. After quantifying

the fairness measure, the next step is to design algorithms that account for the fairness measure

along with other performance criteria (e.g., model accuracy).

While the same approach can be applied to relational data, answering these questions would

require more careful considerations in relational data since the link structure often embeds infor-

mation about the protected attribute. For example, individuals in a social network have a tendency

to form ties with other individuals of the same gender, race, age group, educational background,

etc., an e�ect known as the homophily principle in social network analysis. This may introduce

systematic bias in the network data, which in turn, a�ect the network analysis results For example

Karimi et al [83] have shown how homophily can influence the ranking of minorities in real-world

networks by restricting their ability to establish links with members of the majority group.

Previous research has also suggested that many fairness metrics are incompatible with each

other [92]. To illustrate the di�culty of this problem, consider the well-documented debate on

COMPAS, a risk assessment software for predicting recidivism among o�enders [173]. ProPublica

investigative journalists claimed that the COMPAS algorithm is racially biased due to the significant

disparity in false positive and false negative rates between black and white o�enders [11]. In

response to this analysis [47], Northpointe asserted that their COMPAS software is indeed fair

and that ProPublica analysis had ignored the fairness criteria used by their software. Specifically,

they showed that the risk score provided by COMPAS did not discriminate against blacks since

the likelihood of recidivism predicted by the software is the same regardless of the race of the

o�enders. Indeed, Kleinberg et al.[92] showed that it would be impossible to satisfy the diverse

fairness criteria simultaneously. The main takeaway conclusion here is that the notion of fairness

should be application and context dependent. Thus, one should focus on applying the notion of

fairness that makes the most sense for the problem domain at hand. This argument can be extended

to social network data. Since they violate the i.i.d assumption, one should consider defining fairness

3



measures that take into account the link structure of the network.

1.2 Thesis Contributions

This thesis aims to expand the study of fairness to the mining of network data. The network

mining tasks to be investigated in this study include link prediction, node classification, and network

sampling. Specifically, I will introduce novel fairness metrics for network data and develop learning

algorithms that connsider the trade-o� between fairness and utility of the models. The challenges

and contributions of this dissertation are summarized in the remainder of this section.

1.2.1 Metrics for Assessing Fairness in Network Data

As previously mentioned, the choice of fairness criteria should depend on the problem at hand.

In this dissertation, we introduced three novel fairness metrics depending on the application and

context of the network analysis task, i.e., whether it is at node-level, link-level, or subgraph-level.

The node-level fairness measure is applicable to node classification tasks while link-level fairness

measure can be applied to link prediction problems. The subgraph-level measure, on the other

hand, can be utilized for the network sampling problem.

Chapter 3 presents a new link-based network fairness metric, which is an adaptation of the

well-known network modularity measure. The modularity of a network is computed by comparing

its link density against that of a random network with similar degree distribution. The measure

is extended to account for homogeneity of the node pairs that form the links in the network.

Specifically, a network with a large proportion of its links between nodes with the same protected

attribute value will have a high modularity value while one with more diverse links will have a

lower modularity value. This measure can be utilized to promote more heterogeneous (diverse)

links, and thus, prevent reinforcing segregation in link-based recommender systems.

Chapter 4 introduces the proposed node-level metric known as network-centric fairness per-

ception. The idea here is that an individual’s perception of fairness should depend on his/her

expectation of the decision outcome. For example, if the individual expects a positive outcome
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and indeed receives a favorable decision from the algorithm, the individual will likely perceive the

decision to be fair. However, if a positive decision is expected yet a negative outcome is received,

the individual will likely perceive the decision as unfair. The question is, how do we determine the

expected outcome of an individual? In social comparison theory, the expected outcome depends

on members of the reference group to whom the individual identified with. For network data,

the reference group that helps shape an individual’s expectation is defined by the node’s local

neighborhood. For example, a node expects a positive outcome if all of its neighbors also receive

a positive decision outcome. The outcomes of neighboring nodes thus help to shape the expected

outcome, which in turn, can be used to compute the fairness perception of an individual node.

Chapter 6 introduces the proposed subgraph-level fairness metric known as max-min subgraph

fairness. It is based on the idea that fairness measure on a subgraph should be measured in terms of

its worst-case quality measure across all subgroups of the protected attribute. The metric is inspired

by the idea proposed in [118] for classification of i.i.d. data, which evaluates group fairness as

a minimax problem instead of the standard approach of measuring disparity in the outcomes for

di�erent groups. In this thesis, the proposed max-min subgraph fairness measure is used for the

network sampling problem.

1.2.2 Fairness-Aware Network Mining Tasks

After o�ering network fairness measures, the next challenge is to introduce fairness into network

analysis tasks without significantly sacrificing accuracy. In this section we discuss the main findings

concerning this challenge.

1.2.2.1 Fairness-Aware Link Prediction

Homophily, which is the tendency of individuals to form relations with others similar to them, is an

essential characteristic of many social networks. Homophily can give rise to network community

structure with potential discriminative consequences in some situations. For example, consider pro-

fessional networking sites. Certain professions, such as software engineering, are male-dominated
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and intensely segregated. This phenomenon, which is reflected in the network’s community struc-

ture, can adversely e�ected the employment opportunities of talented female engineers and other

minorities. Homophily can be quantified using the well-known network modularity (or assortative

mixing) measure.

As we discussed above, due to the homophily principle, current link prediction algorithms

are susceptible to promoting links that may increase the network’s segregation. To mitigate this

problem, we proposed two algorithmic solutions in Chapter 3. The first algorithm is a greedy

postprocessing approach that utilizes the proposed fairness criteria based on modularity measure.

This algorithm can be applied to the output of any link prediction algorithm, and a hyper-parameter

can specify the importance of accuracy versus fairness measure. The second algorithm is a

novel framework that combines adversarial network representation learning with supervised link

prediction. The architecture of the algorithm consists of three components: A generator that

learns node representations, a discriminator that tries to predict link types, and a link prediction

component for new link inference. Experimental results on several real-world datasets showed

the e�ectiveness of the proposed methods in reducing the predicted network’s modularity without

degrading prediction accuracy significantly.

1.2.2.2 Fairness-Aware Node Classification

The network-centric fairness perception measure described previously can be used as a criterion

for assessing fairness in node classification decisions. In Chapter 4, we presented a case study on a

peer-review network to show how fairness perception can be exploited to mislead individuals into

perceiving unfair algorithmic decisions as fair. In Chapter 5, we investigated this issue theoretically.

The main theoretical result of this work is finding an upper bound on true positive rate disparity, i.e.,

the gap between true positive rates for two distinct groups of the protected attribute, for a classifier

that maximizes fairness perception. This upper bound is a function of the network structure and

the distribution of nodes belonging to the protected groups in the network. When the upper bound

is small, we showed that maximizing fairness perception has a linear solution. In this case, fairness
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perception will not only ensure that individuals are satisfied with the classification decision but

also guarantees fairness in terms of true positive rate parity. When the upper bound is large,

we proposed a novel multi-objective optimization algorithm to achieve a compromise between

maximizing fairness perception and minimizing the true positive rate disparity.

1.2.2.3 Fairness-Aware Network Sampling

Network sampling aims to achieve the following two objectives: (1) to preserve specific properties

of the original network. We refer to this objective as structural preservability. (2) to obtain

a representative subset of nodes. We will refer to this objective as group representativity. A

fair sample can be defined as a sample that satisfies both structural preservability and group

representativity. Chapter 6 shows how the proposed max-min subgraph fairness measure can be

used as a unifying framework that combines structural preservability and group representativity.

A greedy algorithm was proposed to generate a representative and preservative subgraph given

a target set of nodes. The algorithm utilizes a preservability measure based on the harmonic

mean node centrality measure. An approximation guarantee for the output of the proposed greedy

algorithm based on submodularity and curvature ratios is also presented. The proposed sampling

strategy can be also employed during the mini-batch training process of a graph convolutional

network (GCN) to generate an embedding of similar quality for each subgroup of the population.

1.3 Outline

The remainder of this thesis will be organized as follows: Chapter 2 discusses the related work

and provide a formal overview of the material related to this thesis. In Chapter 3, we move forward to

the main contribution of this thesis and discuss the filter bubble problem from a fairness perspective.

Chapters 4 and 5 are related to the fairness perception problem. While Chapter 4 mainly focused

on the introduction of the notion of fairness perception and its properties. Chapter 5 presents

the proposed algorithm to mitigate the perception bias. Chapter 6 investigates the fairness-aware

network sampling problem. Finally, Chapter 7 discusses the plans for future research directions on
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network analysis and fairness-aware machine learning.
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CHAPTER 2

LITERATURE REVIEW

This chapter has two goals. First, a formal overview of the material related to this work. Second,

a comprehensive and critical synthesis of the state of art works related to network mining. In

particular, we first introduce a formal definition of a network. Then we discuss the main network

mining tasks.

2.1 Networks

In this section, we first introduce basic concepts and definitions in the field. Then we discuss

some quantitative properties and theoretical ideas of graph theory necessary for the discussions in

the following chapters.

2.1.1 Basic Concepts and Definitions

A network is an abstract representation of real-world concepts focusing on entities and the interac-

tions between them. In math literature, a graph is a structure consisting of a set of objects and a

set of object pairs which indicates the relation between the objects. There is no di�erence between

a graph and a network, and in this work, we use these terms interchangeably. An information

network is a particular category of networks such that entities refer to a form of data. Example

of information network includes World Wide Web, online social networks and academic citation

networks. In this thesis, we mostly focus on attributed information networks, which can be defined

formally as follow:

Definition 1. An attributed network is a directed graph ⌧ =< + , ⇢ , � >, where + is the set of

nodes(vertices) in ⌧, ⇢ is the set of links(edge) between nodes in ⌧ where each element in this set

is a pair of nodes in + , and � is the corresponding node attributes matrix such that each row in �

represent the feature vector of nodes in + .
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A undirected attributed network is a special case of attributed network, where if (E8, E 9 ) 2 ⇢

then also (E 9 , E8) 2 ⇢ . An alternative way to represent a network is by using adjacency matrix.

The adjacency matrix A of network ⌧ is a = ⇥ =, = = |+ | , matrix with elements A8 9 such that

A8 9 =

8>>>><
>>>>:

1 if (E8, E 9 ) 2 E

0 otherwise
(2.1)

We also define immediate neighbors of node E8 as follow:

# (E8) = {E 9 | (E8, E 9 ) 2 E} (2.2)

Another notation we will use in the rest of this work is degree vector 3 2 R= for = = |+ |. where

38 = |# (E8) | =
’
9

A8 9 (2.3)

For directed networks the above equation defines the out degree vector and for indegree vector we

have

38 =
’
9

A 98 (2.4)

A walk on a network is a sequence of nodes E1, E2 . . . E: such that for any node E8 in the sequence

(E8, E8+1) 2 ⇢ . A trial in the network is a walk in which all links are distinct. A path is a trail

which all the nodes in the walk are distinct. A cycle is a non-empty trail such that the only repeated

nodes are the first and last nodes. Distance of node E8 from node E 9 is represents by 38BC (E8, E 9 ),

and it is equal to the length of the shortest path starting from node E8 and end in node E 9 .

A network is connected if there exist a path that connects every pair of nodes in the network. A

network is said to be aperiodic if there is no integer : > 1 that divides the length of every cycle of

the network.

2.1.2 Random Walk

A random walk is a sequence of nodes on a network generated by traversing network randomly. In

particular, if P represent the transition matrix such that P8 9 is the probability of reaching node E8
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from node E 9 such that for all E8 we have

’
9

P8 9 = 1

Then a random walk is the process of starting from a node in the network and traversing the

network according to the transition matrix P. One can define P = D�1A where D is the degree

diagonal matrix, D88 =
Õ
9
Aij.

Let ?(C) 2 R= represents the probability vector(distribution) of a random walk on a given

network where ?8 (C) is the probability of visiting node E8 at step t of random walk. ?(C) can be

expressed by the following recursive equation:

?(C + 1) = P>?(C) = (D�1A)
>
?(C) (2.5)

And the stationary distribution can be defined as follow

c = lim
C!1

?(C) (2.6)

By using fundamental theorem of markov chains [38], it can be shown that a random walk will

converge to a unique stationary distribution regardless of the choice of starting node if the network

is connected and aperiodic.

2.1.3 Network Measures and Metrics

In order to gain a better understanding of a network and capture particular feature of it one can

measure some useful quantities. In the following section we will introduce some useful measures

which will be apply in developing baseline algorithms and analysing networks in following chapters.

2.1.3.1 Network Centrality

When we are dealing with networks an important research question is "Which nodes in the network

are important or central one?" There is no unique answer to this question and many centrality

measures have been proposed [130]. Here we describe some of the most important centrality

measures.
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The simplest possible definition of importance of nodes in a network is degree size.

Definition 2. Degree Centrality ⇠
3

for a node E8 in a network is ⇠
3
(E8) = 38

For directed network one can define degree centrality base on indegree, outdegree, or summation

of both. The fact that degree centrality is a simple concept does not undermine it’s importance.

For instance, in social network users with high number of connections have more influence or more

prestige than those with less connections.

While number of connections is an important measure of centrality. A generalized version of it

is eigenvector centrality which incorporate the importance of the neighbors of a node.

Definition 3. Eigenvector Centrality ⇠4 for a node E8 in a network is

⇠4 (E8) =
1
_

’
9

A8 9⇠4 (E 9 )

⇠4 =
1
_

A>⇠4

(2.7)

where _ is some fixed constant.

If the graph be connected, by using Perron-Frobenius Theorem [184] we can show the eigen-

vector corresponding to the largest eigenvalue of adjacency matrix is equal to ⇠4.

One challenge with the eigenvector centrality is the fact that a high centrality node with high

degree pass high centrality to all its neighbors. However not everyone known by a well known

person is well known. To address this problem one solution is PageRank centrality.

Definition 4. PageRank centrality ⇠? for a node E8 in a network is

⇠? (E8) = U
’
9

A8 9
⇠? (E 9 )

3 9

+ V

⇠? = UA>D�1
⇠? + V1

(2.8)

Where 1 is a vector of all one. U and V are user specify scalar. In practice U < _ where _ is

the largest eigenvalue of the adjacency matrix of the network. For directed network 3 9 in the above

definition will be replaced by out degree and it should be nonzero.
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A completely di�erent path to measure a network nodes importance is closeness centrality.

This centrality measures the mean distance from a node to other nodes in the network. However,

this definition results in low value to more central nodes which is opposite of the behavior of other

centrality measures we defined above. A commonly approach is to consider the inverse of the mean

distance:

Definition 5. Closeness centrality ⇠2 for a node E8 in a network is

⇠2 (E8) =
=Õ

9
38BC (E8, E 9 )

(2.9)

Another centrality measure base on the pairwise distance is betweenness centrality. It is base

on the number of times a node lies on paths between other nodes.

Definition 6. Betweenness centrality ⇠
1

for a node E8 in a network is

⇠
1
(E8) =

’
9<8,:<8

=
8

9 :

=
9 :

(2.10)

where =8
9 :

is the number of shortest path from node E 9 to E
:

that pass thought node E8. = 9 : is

total number of shortest path from E 9 to E
:
.

2.1.3.2 Homophily and Assortative Mixing

Homophily [123, 100], which is the tendency of individuals to form relations with others similar to

them, is an important characteristic of many social networks. Such relationship can be quantified

using the well-known network modularity (or assortative mixing) measure [134, 133]. The measure,

which was originally developed for community detection in networks, is based on the idea that a

random graph is not expected to contain any clustering structure. Any community structure in a

given network can thus be validated by comparing its link density against its expected density if the

link structure of the network is completely random. The modularity measure is defined as follows

[134]:

& =
1

2<

’
8 9

⇣
�8 9 �

383 9

2<

⌘
X(28, 2 9 ) (2.11)
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where X(28, 2 9 ) is the Kronecker delta function, 28 is the community of node 8, and < is total

number of links. Intuitively, a network is said to be assortative if a significant portion of its links

are between nodes that belong to the same community.

2.2 Network Mining Tasks

In this section we will provide a comprehensive study of state of art works related to network

mining. We categorize the network mining related tasks into three groups: (1) Nodes oriented

tasks, (2) link oriented tasks, and (3) sampling and summarizing tasks.

2.2.1 Node Oriented Tasks

The first category of network mining are the tasks which focus on nodes and includes classification,

clustering and community detection, anomaly and spam detection, and ranking. In this section, we

review these tasks.

2.2.1.1 Classification

Node classification is a classic problem in network mining with applications ranging from online

social network and e-commerce to computational biology. In node classification problem we have

access to labels of a subset of nodes, and the task is to infer labels of the remaining nodes in the

network. Di�erent from traditional classification researches, because of none-IID nature of the

network data, node classification has received considerable attention. In network classification link

information can be combined by using label propagation [193, 168], logistic regression[115], and

graph regularization [192].

With recent progress in deep learning and neural network study, graph neural network also

gained a great deal of attention among researchers which results in novel deep models for solving

node classification. Deepwalk [144] is the first well known work in this group. Inspired by natural

language processing the DeepWalk method takes the output of multiple random walks on network

to learn a latent representations of nodes. Kipf and Welling[89] introduced graph convolutional
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networks (GCNs) which is a variant of convolutional neural networks operate directly on graphs.

Matthias et al, [55] introduced SplineCNN a novel convolution operator based on B-splines, that

makes the computation time independent from the kernel size. VeliÃkovi∆, et al. [164] present graph

attention networks (GATs), leveraging masked self-attentional layers to address the shortcomings

of prior methods based on graph convolutions or their approximations.

2.2.1.2 Clustering and Community Detection

The cluster or community structure property of network is an important feature of real networks,

which is based on the assumption that the network structure is consists of modules commonly called

communities or clusters and the goal of community detection or clustering algorithm is to partition

nodes into these components. There are a variety of community detection algorithms which

can roughly divided into two categories: Structural clustering and attributed network clustering.

The structural clustering methods only consider the network topology. Methods based on min-

cut problem [63] cut the network into several partitions and assume these partitions represent

communities. The size of the cut is the number of edges that are being cut. Methods based on

graph Laplacian [132] assume that similar nodes should be mapped closer. Quasi-clique detection

methods are based on extracting dense subgraph structures [3, 142]. Methods based on matrix

factorization [179] factorize the adjacency matrix into node embeddings. In contrast, Attributed

graph clustering takes into account both network topology and node side information [181, 25, 180].

More recently, there are methods developed for network clustering and community detection

using neural network models. Zhang et al., [190] proposed an adaptive graph convolution method

for network clustering that utilise high-order graph convolution to detect cluster structure. Pan,

et al.,[140] proposed adversarially regularized graph autoencoder (ARGA) for graph clustering

and other network mining tasks. Kipf et al., [90] proposed VGAE a framework for unsupervised

learning on graph-structured data based on the variational auto-encoder(VAE).

16



2.2.1.3 Anomaly Detection

An anomaly is defined as an unusual activity exhibiting a di�erent behavior than others present

in the same structure [84]. In network setting one application of anomaly detection is network

intrusion detection, where have computers sending packets to each other, and the goal is to find

misbehaved nodes. Another application is detecting fake or compromised account in social net-

work. Network anomaly detection can be defined as the task of finding the network objects

(nodes/edges/substructures) that are rare and that di�er significantly from the majority of the

reference objects in the network [8].

Similar to clustering and community detection, network anomaly detection task can be divided

into (1) plain network and (2) attributed network anomaly detection. For the plain network a

common approach for detecting anomalous network objects is feature extraction[7, 71, 82, 66].

Basically, these approaches use the network structure to compute measures associated with the

nodes, edges, subgraphs and communities and use these measures to find anomalous entities. For

example, [7] proposed the oddball algorithm for finding anomalous nodes by extracting rules (power

laws) in density, weights, ranks and eigenvalues which govern the ego network of social network

users.

2.2.2 Link Oriented Tasks

The second category of network mining are the tasks which focus on links and relation and includes

link prediction and, Network alignment. In this section, we review these tasks.

2.2.2.1 Link prediction

Link prediction is a well studied problem in network studies [111, 9, 125, 119]. Given a network

⌧ = (+ , ⇢), let ⇢0 ⇢ ⇢ denote a set of observed links and ⇢ � ⇢0 denote a set of unobserved

links in the network, where |⇢
0
| < |⇢ |. The goal of link prediction is to accurately predict the

unobserved links from the partially observed network (+ , ⇢
0
). One of the major obstacle of link
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prediction problem is class imbalance. In real network the |⇢ | is significantly smaller than number

non existing links.

Various algorithms for link prediction have been developed over the past two decades. This

include simple algorithms that consider the pairwise similarities between nodes, where the similarity

is defined according to the network topology or social science theories [171]. This group of

algorithms includes as neighborhood based measures such as common neighbors [44] or Jaccard

coe�cient which calculates the portion of common neighbors for a given nodes pair. Another two

well known algorithms in this category are Adamic/Adar(Ad-Ad), a similar measure that assigns

less weight to more connected common neighbors, and preferential attachment (Pr-At)[128], which

sets the probability of a connection between two pair of such that it is correlated with the product

of the their degrees [131].

Another group of link prediction algorithms is based on global similarity measures. They are

defined based on the adjacency or Laplacian matrices of the network. Examples of this category

include: Path based methods [98, 137, 111] and random walk based methods [112, 111]. In

addition, probabilistic graphical models [34] and matrix factorization [152, 125] methods have also

been widely used to address the link prediction problem. Recent years have also witnessed the

emergence of deep neural network methods for the link prediction task [107, 108, 109, 160, 188].

Many of these algorithms however su�er from scalability issues due to training time requirement

for learning the hidden layers of their architecture [65].

The knowledge graph (KG) is a subgroup of network data structure that represents a semantic

network. The node represents a concept, and the edge represents a relation between two entities.

KG has gained attention in recent years and it has broad applications from in finance [59], to health

[149] and semantic search [177]. Link prediction task can be applied in KG to infer new relations

to complete the missing knowledge [172, 45, 191].

18



2.2.2.2 Network Alignment

Work on network alignment can be generally classified into three approaches: (1) quadratic pro-

gramming, (2) IsoRank-based, and (3) graphlet-based.

In principle, network alignment can be formulated as an integer quadratic programming prob-

lem [13], which unfortunately is a computationally hard problem to solve. Various approximation

methods were proposed to overcome this problem. For example, Bayati et al.[13] employed a

message passing algorithm based on belief propagation while Klau [91] converted it into a linear

programming problem. Other binary relaxation approaches proposed include those by Koutra et

al. [95], Zhang and Tong [189] and Vogelstein et al. [165]

IsoRank by Singh et al. [154] is one of the most well-known network alignment algorithm.

IsoRank iteratively learns the alignment score between two nodes based on the scores of its

neighbors. It can be considered as the pioneer of a class of algorithms in the field. The main idea of

the IsoRank algorithm is similar to PageRank algorithm proposed by Page et al. [139]. PageRank

defined node similarity recursively in terms of the similarity of the node neighbors and IsoRank

utilized this idea by combining two networks using Kronecker product and calculate the alignment

index on that network. After IsoRank several improvement version has been presented. Variations

of IsoRank include the Liao et al. [110], to reduce computational cost and improve interpret-ability

of similarity scores. For instance, Kollias et al. [94] had significant improvements, in terms of

computational cost, interpret-ability of similarity scores, and nature of queries. In IsoRankN Liao

et al. [110] improved the performance of original IsoRank by utilizing iterative spectral clustering

algorithm. Another class of methods is known as GRAAL, which is based on graphlet degree

signature vectors. Graphlets are small connected non-isomorphic induced subgraphs of a large

network [?]. The first algorithm in this class was proposed by Kuchaiev et al. [96], which uses only

topological structure to match the networks.
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2.2.3 Representation Learning

Network representation learning is an important research problem as the latent features can be used

for various network mining tasks such as node classification, community detection, link prediction,

etc. The ultimate goal is to construct a set of features for the nodes that are comparable or better

than the hand engineered features defined by domain experts [14]. Motivated by the word2vec

algorithms [126, 127], using the analogy of representing a network as a document, this has inspired

a group of works focusing on representation learning of nodes in networks using random walk based

methods [65, 144, 159]. For example, DeepWalk [144] used an approximation of the full softmax

called the hierarchical softmax [126] for learning the node embedding whereas the node2vec [65]

algorithm uses an alternative method known as negative sampling [127]. This negative sampling

strategy was shown to produce better performance compared to the hierarchical softmax approach.

The previous methods consider only the link structure to learn the node representation. Since

the nodes of a network contain rich information, Yang et al. [178] showed the equivalence between

DeepWalk and matrix factorization and presented a framework that can incorporate node attributes

into the network representation learning process. Similarly, Huang et al. [74] proposed the Label-

informed Attributed Network Embedding (LANE) framework, which is capable of integrating both

the node attribute and label information with the graph structure to enhance the network embedding

process. Additionally, Kipf and Welling [89] proposed a semi-supervised convolutional neural

networks approach which operates directly on graphs and encodes both the local graph structure

as well as node attributes. This work was subsequently extended to an unsupervised learning

approach known as GAE in [90]. Closely related to GCN, Hamilton et al. [67] proposed an

inductive framework that is capable of learning node embeddings for previously unseen data.

There has been a growing interest in attention models for graphs recently and various techniques

have been proposed [164, 32, 54, 68] One of the benefits of attention mechanisms is that they allow

for dealing with variable sized inputs and allowing it to “focus on the most relevant parts of the

input to make decisions” [164]. Moreover, inspired by Generative Adversarial Network(GAN),

there are methods proposed recently for learning stable and robust graph representation. [169, 41]
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2.3 Fairness in Machine Learning

Quantifying fairness has been a subject of intense debate among AI and ML researchers in

recent years [16, 49, 69, 97]. Previous works are primarily focused on non-relational data and

can be classified into two types—individual-level or group-level fairness. Fairness definition at

individual level is based on the premise that similar people should be treated similarly. For example,

Dwork et al. [49] defined a task-specific metric based on a probabilistic distance measure between

individuals via a Lipschitz condition. The metric is used as constraints to optimize a fairness-aware

classifier. In contrast, the group-level approach quantifies fairness in terms of statistical measures

such as demographic parity, equalized odds [69] or balanced error rate [53] with respect to the

protected groups. The measures are typically computed from a confusion matrix [16] and are

used to ensure that the average performance do not vary significantly among di�erent groups of a

protected attribute.

Let . be the target variable of interest (true outcome) and - be a set of input features. Con-

ventional supervised learning algorithms are designed to predict the target outcome . from - by

learning a model 5 such that .̂ = 5 (-) is the predicted outcome. Existing fairness-aware methods

seeks to ensure that the predictions generated by the model will not discriminate against one or

more subgroups, defined by a protected attribute -? such as gender, race, or sexual orientation.

A widely used criterion for assessing fairness is demographic parity or statistical parity. De-

mographic parity constrains the output of classification problem to be independent of the protected

attribute. Particularly a predictor satisfies demographic parity if there is no correlation between

the protected feature and the output. Demographic parity has been used in number of papers

[113, 80, 78, 50, 24], which considers the degree of independence between the model output and

protected attribute. Assuming both the target outcome and protected attributes are binary-valued,

demographic parity seeks to achieve:

%(.̂ = 1|-?) = %(.̂ = 1)

In other words, demographic parity wants to equalize the positive decision across di�erent
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groups of the protected feature.

Another well known fairness criterion is equalized odds [69], which seeks to ensure that the

predictions are conditionally independent of the protected attribute given the true outcome:

%(.̂ = 1|-? = 0,. = H) = %(.̂ = 1|-? = 1,. = H),

If we consider . = 1 as advantaged outcome, such as job o�er or college admission. Then on can

relax the equalized odds to only consider non-discrimination within the advantaged outcome. This

relaxation is called equal opportunity [69] a predictor .̂ satisfies equal opportunity with respect to

protected attribute A and outcome Y, if

%(.̂ = 1|-? = 0,. = 1) = %(.̂ = 1|-? = 1,. = 1),

In addition to quantifying notion of fairness, there has been growing literature on developing

fairness-aware methods. Current methods can be divided into three categories. The first category

includes prepossessing algorithms [186, 113, 116] with the motivation that training data is the

main cause of bias in machine learning. Zemel et al. [186] introduced an optimization algorithm

to map data points into a new space to ensure membership in the protected group is lost. [113]

developed a variational autoencoder model for learning node representation that are invariant to

protected features while preserving as much of the information as possible. Madras and et al. [116]

connected group fairness concept to adversarial concept for learning fair representation.
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CHAPTER 3

LINK PREDICTION: FAIRNESS-AWARE PERSPECTIVE

In this chapter, we examine the filter bubble problem from the perspective of algorithm fairness

and introduce a dyadic-level fairness criterion based on network modularity measure. We show

how the criterion can be utilized as a postprocessing step to generate more heterogeneous links in

order to overcome the filter bubble problem. In addition, we also present a novel framework that

combines adversarial network representation learning with supervised link prediction to alleviate

the filter bubble problem.

3.1 Introduction

Online social networking sites have transformed the way individuals interact and share infor-

mation with each other. The wealth of social network data available also provide opportunities to

mine them for a variety of business applications. For example, businesses can learn about the users’

interests, sentiment, and online behavior by analyzing the social network data. The insights gained

from such analysis will help businesses to increase engagement with their existing customers or

connect with new customers. Despite its importance, recent studies have raised concerns about the

potential biases and unintended consequences that may arise from such automated analysis.

For example, link prediction methods [111, 9, 119, 120] are commonly employed by social

networking sites to encourage users to expand their social circles. “Suggested for you" on Instagram

and “People you may know" on LinkedIn are two example applications of such methods. However,

the rise of link prediction systems have led to an e�ect known as filter bubble [141], which is

the reinforced segregation and narrowing diversity of information exposed to online users. If left

unchecked, the filter bubble may introduce systematic biases in the network data and its subsequent

analysis. For instance, Hofstra et al. [72] examined the ethnic and gender diversity of social

relationships on Facebook and showed that those who have ample opportunities to befriend other

similar users often find themselves in highly segregated networks. This is due to the homophily
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principle [123], which is the tendency of individuals to form social ties with other similar individuals

in a network. As current algorithms are designed to promote links between similar users, their

suggested links may exacerbate the user segregation problem.

In addition to online social networks, the filter bubble problem is also prevalent in recommender

systems, which can be viewed as a link prediction task applied to a bipartite network of users and

items. A recent study by Nguyen et al. [135] concluded that recommender systems tend to expose

users to “slightly narrowing set of items over time." For example, in movie recommendation, movies

from a certain genre may only be recommended to users from a specific gender. By addressing the

filter bubble problem in network link prediction, the proposed method can potentially be used to

alleviate the filter bubble problem in other types of recommender systems.

This work examines the filter bubble problem for network link prediction from algorithm fairness

perspective. Specifically, we consider a link prediction algorithm to be unfair if it is biased towards

promoting certain types of links (e.g., those between users with similar gender or other protected

attributes). As a motivating example, consider the link prediction task on professional networking

sites. Certain professions, such as software engineering, tend to be dominated by men, a fact that

is likely to be reflected in the link structure of the professional network. As a result, the links

recommended by the site may reinforce this gender-based segregation and primarily recommend

links between individuals from the same gender while recommending comparatively fewer inter-

gender links. Though such a system may be able to achieve high link prediction accuracy, it may

unfairly disadvantage some users. For example, a female software engineer may be treated unfairly

as they are seldom recommended to other male software engineers.

Unfair practices due to the decisions generated by automated systems is a problem that has been

well-documented in many application domains, including criminal justice, mortgage lending, and

university admission. For example, Angwin et al. [11] warned about the potential biases against

African Americans in the software used to predict the risk score of defendants who would likely

re-o�end again while O’Neil [136] cautioned against the manipulative marketing tactics used by

for-profit colleges in online advertising that exploit vulnerable populations. These concerns have
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brought increasing scrutiny into the issue of fairness in machine learning algorithms. Despite their

growing research, existing works are primarily focused on independent and identically distributed

(i.i.d) data, and thus, may not be suitable for link analysis problems. For example, previous works

have considered the notion of fairness either at individual [49] or group [69, 53] level. In contrast,

this work examines the notion of fairness at a dyadic-level, based on the pairwise interactions

between users in a social network. Furthermore, previous approaches have considered fairness in

terms of the unjust decisions against members of a specific underrepresented (protected) group.

Instead, we consider fairness in terms of promoting inter-group connections in a network in order

to alleviate the filter bubble problem.

There are four major contributions of this work. First, we empirically assess the influence of

protected attributes such as gender on the link structure of a network by measuring the homophily

e�ect on several real-world network datasets. Second, we introduce modred as a fairness criterion

for network link prediction. The metric is inspired by the well-known modularity measure [134]

developed for network community detection. We consider the reduction in modularity measure as

a way to determine whether the links predicted by an algorithm may lead to further segregation

of the network. We then illustrate how the measure can be incorporated into a greedy algorithm

for postprocessing the results of current link prediction algorithms. Finally, we present a novel

Fairness-aware LInk Prediction (FLIP) framework that combines adversarial network representation

learning with supervised link prediction to mitigate the filter bubble problem.

3.2 Related Work

Link prediction is a well studied problem in network analysis with various algorithms been

developed over the past two decades [111, 9, 119]. This includes heuristics methods that consider

the pairwise similarities between nodes, where similarity is defined based on the network topology

[131, 111] or node features [39, 27]. The main benefit of these methods is their simplicity and the fact

that most of these approaches do not required training. Another class of link prediction methods

employ machine learning methods, such as those based on probabilistic graphical models [34],
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matrix factorization [152], and supervised classification [9, 167]. Despite their higher accuracy,

these methods often su�er from the class imbalance problem as the number of links in a network is

significantly fewer than the number of non-links. Recent years have also witnessed the emergence

of deep neural network methods for the link prediction task [108, 109, 160]. These methods have

been shown to achieve state of the art performance.

Social networks are increasingly personalizing their content using automated machine learning

techniques, which is a concern as the decisions may lead to adverse e�ects on the users. This is

due to the so-called “filter bubble" or “echo chamber" e�ect [72, 141] in which individuals are

increasingly isolated to consuming only information that conform to their own belief system. In

online social networks, the e�ect of filter bubble is exemplified by the recommendation decisions

generated using link prediction algorithms. As link prediction algorithms are commonly used to

encourage users to expand their networks, this may lead to adverse consequences such as segregation

of users [72, 135].

Quantifying fairness has been a subject of intense debate among AI and ML researchers in

recent years [16, 49, 69, 97]. Previous works are primarily focused on non-relational data and

can be classified into two types—individual-level or group-level fairness. Fairness definition at

individual level is based on the premise that similar people should be treated similarly. For example,

Dwork et al. [49] defined a task-specific metric based on a probabilistic distance measure between

individuals via a Lipschitz condition. The metric is used as constraints to optimize a fairness-aware

classifier. In contrast, the group-level approach quantifies fairness in terms of statistical measures

such as demographic parity, equalized odds [69] or balanced error rate [53] with respect to the

protected groups. The measures are typically computed from a confusion matrix [16] and are

used to ensure that the average performance do not vary significantly among di�erent groups of a

protected attribute.

In addition, there has been growing literature on developing fairness-aware methods. Current

methods can be divided into three categories. The first category includes prepossessing algorithms

[186, 113, 116] with the motivation that training data is the main cause of bias in machine learning.
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Zemel et al. [186] introduced an optimization algorithm to map data points into a new space to

ensure membership in the protected group is lost. [113] developed a variational autoencoder

model for learning node representation that are invariant to protected features while preserving as

much of the information as possible. Madras and et al. [116] connected group fairness concept to

adversarial concept for learning fair representation.

3.3 Fairness for Network Data

We first review the fairness criteria for i.i.d. data. Let . be the target variable of interest

(true outcome) and - be a set of input features. Conventional supervised learning algorithms are

designed to predict the target outcome . from - by learning a model 5 such that .̂ = 5 (-) is the

predicted outcome. Existing fairness-aware methods seeks to ensure that the predictions generated

by the model will not discriminate against one or more subgroups, defined by a protected attribute

-? 8 - such as gender, race, or sexual orientation.

A widely used criterion for assessing fairness is demographic parity [113, 80, 78, 50, 24], which

considers the degree of independence between the model output and protected attribute. Assuming

both the target outcome and protected attributes are binary-valued, demographic parity seeks to

achieve:

%(.̂ = 1|-?) = %(.̂ = 1)

Another well known fairness criterion is equalized odds [69], which seeks to ensure that the

predictions are conditionally independent of the protected attribute given the true outcome:

%(.̂ = 1|-? = 0,. = H) = %(.̂ = 1|-? = 1,. = H),

If we consider . = 1 as advantaged outcome, a special case for this criterion is known as equal

opportunity [69], which is defined as follows:

%(.̂ = 1|-? = 0,. = 1) = %(.̂ = 1|-? = 1,. = 1),
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3.3.1 Dyadic-level Fairness

In this work, we investigate the filter bubble problem from the perspective of algorithm fairness.

Specifically, a dyadic-level fairness criterion can be defined based on the protected group member-

ship of individuals participating in the links. Below, we consider two such criteria:

• Subgroup dyadic-level protection, where fairness is assessed in terms of how representative

each protected subgroup is in the formation of the links. For example, in applications

such as link-based recommender systems, the fairness criteria could be to ensure that the

recommended links do not favor certain subgroups in the population at the expense of other

subgroups.

• Mixed dyadic-level protection, where fairness is determined based on homogeneity of the

nodes involved in each link. Specifically, a link is considered to be an intra-group link if it

relates a pair of nodes with the same protected attribute values. Otherwise, it is known as an

inter-group link. To prevent e�ects such as filter bubble, inter-group or mixed links should

be favored to prevent segregation of the users.

In principle, the subgroup dyadic-level protected can be implemented using existing group-level

fairness criteria for i.i.d. data by applying them to the links instead of individual nodes in the

network. For mixed dyadic-level protected, we introduce the network modularity measure to be

described in the next section.

3.3.2 Network Modularity

Homophily [123, 100], which is the tendency of individuals to form relations with others similar to

them, is an important characteristic of many social networks. Such relationship can be quantified

using the well-known network modularity (or assortative mixing) measure [134, 133]. The measure,

which was originally developed for community detection in networks, is based on the idea that a

random graph is not expected to contain any clustering structure. Any community structure in a

given network can thus be validated by comparing its link density against its expected density if the
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link structure of the network is completely random. The modularity measure is defined as follows

[134]:

& =
1

2<

’
8 9

⇣
�8 9 �

383 9

2<

⌘
X(28, 2 9 ) (3.1)

where � is the adjacency matrix representation of the network, X(28, 2 9 ) is the Kronecker delta

function, 28 is the community of node 8, 38 is its corresponding degree and < is total number of

links. Intuitively, a network is said to be assortative if a significant portion of its links are between

nodes that belong to the same community.

The modularity measure can be used to determine whether a network is unfair in terms of mixed

dyadic-level protection by replacing X(28, 2 9 ) in Equation (3.1) with X(-?8, -? 9 ), where -?8 is the

protected attribute value for node 8. The & value is thus influenced by only those pairs of nodes

belonging to the same protected class. Values of& close to one would indicate high unfairness due

to the strong alignment between the link structure and the protected attribute while values close to

zero indicate high fairness. For numeric-valued protected attributes such as age or income level, it

can be modified as follows:
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where

This is also known as assortativity coe�cient of the network.

To illustrate the use of modularity as a measure of unfairness, consider the networks shown in

Figure 3.1. The data correspond to friendship relations among freshman at a secondary school in

the Netherlands from 2003-2004 [155]. Using gender as protected attribute, the modularity value

for the first network shown in Figure 3.1(A) is equal to 0.3033 while the value for the second

network is 0.0179. Note that the network with higher modularity has more links between students

of the same gender compared to the one with lower value, and thus, is unfair from the perspective

of mixed dyadic-level protection.

Our proposed fairness-aware framework evaluates the reduction in the modularity measure to

determine whether the modified network obtained from the link prediction results is biased towards
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0.50.5

(a) Snapshot taken in 2003. Modularity = 0.3033.

0.50.5

(b) Snapshot taken in 2004. Modularity = 0.0179.

Figure 3.1: Snapshots of friendship relation among students at a Dutch school taken 2003 and 2004
along with their modularity values. The node color represents the student’s gender. Darker dashed
lines correspond to links between students of di�erent gender while the solid ones correspond to
links between students of the same gender.

creating more inter-group or intra-group links. Specifically, we define the following metric:

<>3A43 =
&ref �&pred

&ref
, (3.2)

where &ref is the modularity measure of a reference network (e.g., the ground truth network when

evaluating link prediction algorithms) and&pred is the modularity of the predicted network, i.e., the

network obtained by augmenting the predicted links to the original network. A positive <>3A43
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value indicates that the link prediction algorithm predicts more inter-group links than the ground

truth network while a negative value suggests that the algorithm is predicting more intra-group

links than the ground truth network.

3.3.3 Greedy Post-Processing

One approach to promoting fairness in link prediction is to post-process the prediction results. To

this end, we propose a greedy algorithm for reducing modularity of the predicted network. It takes

as input a set of binarized link predictions, { §4GH} and calculates the change in modularity resulting

from flipping the prediction of each node pair. The change in modularity for flipping link §4GH is:

B2>A4( §4GH) = (�1)X( §4GH)
1

2<

⇣
� 1 +

3G + 3H � 1

2<

⌘
X(2G , 2H)+

1

4<2

⇣ ’
92⇠G , 9<H

3 9 +

’
82⇠H ,8<G

38

⌘
(3.3)

where the value of (�1)X( §4GH) is �1 if §4GH is 1 and +1 otherwise, 3G and 3H are the degrees of

nodes G and H respectively, 2G and 2H are the protected attribute values of node G and H respectively,

X(2G , 2H) is the delta function that returns 1 if G and H are the same protected attribute value and 0

otherwise, and ⇠G and ⇠H are the sets of nodes with the same protected attribute value as node G

and node H respectively. After computing this score for each predicted link we flip the edges with

the lowest scores. This is another approximation since the score for edge should be recomputed

after each edge is flipped due to changes in the value of 3G and 3H. The number of link predictions

to flip is a hyper-parameter that can be varied depending on the importance of accuracy versus

modularity.

3.4 Adversarial Learning for Fair Link Prediction

Consider an attributed network N = (+ , ⇢ , -), where + is the set of nodes, ⇢ ✓ + ⇥ + is the

set of links, and - 2 R|+ |⇥3 is a matrix corresponding to the set of attribute values associated with

the nodes in + . Assume - can be partitioned into submatrices [-? , -D], which correspond to the
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Figure 3.2: FLIP architecture

protected and unprotected features of the nodes. Our goal is to accurately infer new links in the

network without being biased against the formation of inter-group links.

Our proposed framework, known as FLIP (Fairness-aware LInk Prediction), employs an adver-

sarial learning approach to ensure that inter-group links are well-represented among the predicted

links. The framework consists of the following 3 components, as illustrated in Figure 3.2:

1. A generator, ⌧, that takes the attributed network as input and learns a representation ⌧ (D)

for each node D 2 + . We use DeepWalk [144] as the generator, though in principle, the

framework can be applied to other network representation learning methods.

2. A discriminator, ⇡, that takes the representations for each pair of nodes produced by the

generator as input and attempts to predict if it is an intra-group or inter-group node pair. The

discriminator’s predicted probability that a pair of nodes has the same protected attribute

value is denoted as ⇡ (⌧ (*),⌧ (E))

3. A link prediction component, !, which tries to infer new links given node representation
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learned by the generator. The predicted probability that a link exists between a pair of vertices

is ! (⌧ (D),⌧ (E)).

To understand the rationale behind the framework, note that a good feature representation

learned by the generator will enable the link prediction component to infer correctly whether a

node pair is connected. If the link structure of the network is biased towards intra-group links,

so will the link prediction component as well as the generator. The discriminator plays the role

of an adversary who attempts to predict whether a node pair involves nodes from the same group

or from di�erent groups. By making the generator and discriminator to work against each other,

this would lead to a situation in which the generator produces a feature representation that is good

enough for link prediction yet unbiased enough to prevent the discriminator from inferring whether

it is an inter-group or intra-group node pair. In networks with homophily property, this will help to

discourage the prediction of intra-group links and promotes more inter-group links.

3.4.1 Discriminator

In recent years, adversarial networks have been used to achieve di�erent fairness criteria for

independent and identically distributed (i.i.d) data [17, 116]. The shared idea between these

methods is an adversarial component that attempts to predict the protected attribute value -D. A

naïve approach to achieving fairness in network data is to follow same path and design an adversarial

component that predicts the protected attribute of a node using the following entropy cost function:

�
⇡ = �

1
|+ |

’
D2+


-?D;>6( ĤD) + (1 � -?D) log(1 � ĤD)

�

Here ĤD = ⇡ (⌧ (D)) is the prediction of the discriminator of the binary protected value of node D.

However this will not necessarily result in mixed dyadic level protection because intra-group

links may still be favored in a homophilic network. To solve this challenge we propose the following
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adversarial loss:

�
⇡ = �

1
|T |

’
(D,E)2T


?DE;>6( ?̂DE)

+(1 � ?DE) log(1 � ?̂DE)
�

(3.4)

where T ✓ + ⇥ + is the set of node pairs in the training data, ?DE is the actual type of node pair

(D, E) with respect to a given protected attribute (i.e. intra-group vs inter-group) and ?̂DE is the

discriminator’s prediction. Instead of inferring the node’s protected attribute, the discriminator

receives a pair of node representations, which it passes to a two layer fully connected network with

leaky ReLU activation to determine the probability that it is an intra-group node pair.

3.4.2 Generator

In contrast to the original GAN framework proposed by [64] where the generator seeks to gen-

erate samples of data points that seem real, the generator in our framework tries to learn node

representation that will preserve important structural information of the network without implicit

usage of the protected attribute information. For the generator, we utilized DeepWalk [144] which

is a network representation learning method inspired by the Skip-gram [126] model from natural

language processing. DeepWalk consists of two steps: the first step is to extract sequences of nodes

from the network by performing a series of truncated random walks starting from each node in the

input network. In the second step, the node sequences generated from the random walk process are

used to learn the feature representation of each node. This is accomplished as follows. A sliding

window of width F scans the generated node sequences to generate all the node pairs (D, E) in

which node E appears in the sliding window centered at node D. A fully connected neural network

with a single hidden layer predicts the probability of the occurrence of node E given the one hot

encoding, D̄, of node D. Specifically, the network attempts to predict ?(E |D) for each D as follows:

p(E |D) ' 4G?( 5
0
(E)
>
5 (D))Õ

E
02+ 4G?( 5

0(E0)) 5 (D))
(3.5)
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where 5 (E) = ,Ē, 5 0(D) = /D̄, , is the weight matrix between the input and hidden layers of

the network, and / is the weight matrix between the hidden and output layers of the network.

The rows of matrix , are the node representations generated by the skip-gram model so we have

⌧ (D) = 5 (D).

The parameters of DeepWalk are trained using the maximum likelihood estimation approach,

with the following loss function:

�
(:8? = �

’
D2+

h
� ;>6(

’
E
02+

4G?( 5
0
(E
0
)
>
5 (D))

+

’
E
02⌦F (D)

4G?( 5
0
(E)
>
5 (D))

i

Here ⌦F (D) represent the set of all nodes that appears in the neighborhood of node D in the given

random walk sequence with window size of width F.

3.4.3 Link prediction

This component takes a pair of node embeddings as input to predict whether their nodes should

be linked or not. This is accomplished by adding a two-layer link prediction network to the GAN

model. During the training phase the link prediction component receives pairs of node embeddings

and concatenates them into a feature vector, which is then passed to a two-layer fully connected

network with leaky ReLU activation. The output of the network corresponds to the likelihood of a

link to exist between the node pair. Here we deployed the standard cross entropy cost function as

follows:

�
! = �

1
|T |

’
(D,E)2T


4DE;>6(4̂DE) + (1 � 4DE) log(1 � 4̂DE)

�
(3.6)

where 4̂DE is output of the link prediction component for node pair (D, E) and 4DE is the binary

ground truth link label.

Putting everything together, the overall loss function for the proposed framework is given as

follows:

�
⌧ = (1 � U)�(:8? � U�⇡ + V�

! (3.7)
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Table 3.1: The real social network data sets statistics

network #nodes #edges protected feature
Dutch school 26 221 gender

Facebook 1,034 26,749 gender
Google+ 4,938 547,923 gender

where V is a hyperparameter. The generator, discriminator, and link prediction network are all

trained end to end using Adam [88]. The generator and link prediction network are trained on

the same batches but every other batch is used to train the discriminator only so that training

alternates between updating the link predictor and generator together one one batch and updating

the discriminator on the next batch.

3.5 Experimental Evaluation

This section describes the experiments performed to evaluate the e�cacy of our proposed

methods to address the filter bubble problem in network link prediction.

3.5.1 Experiment Setup

We first discuss the experimental setup, including data sets, baselines and evaluation metrics used

in our experiment.

3.5.1.1 Datasets

We evaluated our methods on three real world social network data sets. Table 6.1 summarizes

the main properties of these data sets. The first data set is a Facebook ego network [106], which

contains 1,034 nodes, and 26,749 friendship links. The second data set is Google+, which has

4,938 nodes and more than 500,000 links. [106], The third data set is Dutch school network

[155], which corresponds to friendship relations among 26 freshmen at a secondary school in the

Netherlands. For all three datasets, we use gender as the protected attribute for inferring intra-group

and inter-group links.
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Table 3.2: Proximity based link prediction algorithms. For each node E, # (E) is the set of its
immediate neighbors.

Method Definition

Jaccard |# (D)\# (E) |

|# (D)[# (E) |

Adamic/Adar
Õ
G2# (D)\# (E)

1
;>6(3G)

Preferential attachment 3G3H

Table 3.3: Performance comparison of various link prediction algorithms on 3 real-world network
datasets.

Method Dutch school Facebook Google+
AUC <>3A43 AUC <>3A43 AUC <>3A43

Jac 0.650 +/- 0.000 -0.503 +/- 0.005 0.830 +/- 0.0 -0.149 +/- 0.037 0.793 +/- 0.0 0.093 +/- 0.03
Ad-Ad 0.657 +/- 0.001 -0.376 +/- 0.004 0.84 +/- 0.0 0.222 +/- 0.009 0.869 +/- 0.0 -0.305 +/- 0.001
Pr-At 0.602 +/- 0.002 0.443 +/- 0.002 0.807 +/- 0.0 0.46 +/- 0.001 0.905 +/- 0.0 -2.935 +/- 0.011
DW 0.529 +/- 0.007 -0.047 +/- 0.242 0.951 +/- 0.0 0.089 +/- 0.002 0.771 +/- 0.0 0.166 +/- 0.039

Jac+PEO 0.536 +/- 0.003 0.032 +/- 0.052 0.799 +/- 0.00 -0.557 +/- 0.235 0.750 +/- 0.0 3.47 +/- 0.048
Ad-Ad+PEO 0.527 +/- 0.002 -0.234 +/- 0.052 0.799 +/- 0.00 0.013 +/- 0.06 0.829 +/- 0.0 3.219 +/- 0.013
Pr-At+PEO 0.505 +/- 0.00 0.022 +/- 0.109 0.682 +/- 0.00 -0.21 +/- 0.227 0.858 +/- 0.0 3.854 +/- 0.154
DW+PEO 0.491 +/- 0.005 -0.121 +/- 0.213 0.949 +/- 0.0 0.014 +/- 0.02 0.735 +/- 0.0 3.55 +/- 2.652
Jac+GM 0.657 +/- 0.029 -0.218 +/- 0.084 0.842 +/- 0.00 0.661 +/- 0.05 0.74 +/- 0.0 0.966 +/- 0.04

Ad-Ad+GM 0.653 +/- 0.026 -0.211 +/- 0.088 0.842 +/- 0.00 0.661 +/- 0.05 0.818 +/- 0.0 1.369 +/- 0.038
Pr-At+GM 0.583 +/- 0.044 0.179 +/- 0.165 0.740 +/- 0.00 0.919 +/ 0.06 0.842 +/- 0.00 1.749 +/- 0.096
DW+GM 0.536 +/- 0.056 0.133 +/- 0.091 0.901 +/- 0.00 0.497 +/- 0.062 0.725 +/- 0.03 1.506 +/- 0.591

FLIP 0.658 +/- 0.004 0.359 +/- 0.009 0.86 +/- 0.00 0.348 +/- 0.004 0.857 +/- 0.0 0.207 +/- 0.009

3.5.1.2 Baseline Algorithms

We considered 4 state-of-art link prediction algorithms as baselines. Three of them are well known

classical proximity based methods which use neighborhoods structural information. The first

baseline is based on the well known Jaccard’s (Jac) coe�cient similarity metric which is deployed

in the context of network link prediction by calculating the portion of common neighbors for a

given nodes pair. The second baseline is Adamic/Adar(Ad-Ad), a similar measure that assigns less

weight to more connected common neighbors. The third proximity based algorithm is preferential

attachment (Pr-At)[128] which sets the probability of a connection between two pair of such that it

is correlated with the product of the their degrees [131]. Table 3.2 summarized the formal definition

of these algorithms. We also considered the more recent DeepWalk(DW) algorithm [144] which

learns 3-dimensional feature representations of nodes by simulating uniform random walks and

provides latent features for nodes at the first step and then, similar to proposed approach in [65],

we construct the edge embedding by applying binary Hadammard product operation to the given
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node pair and train a logistic regression to do link prediction. For evaluation, we use the settings

suggested in the original DW paper for both the DW baseline and the proposed method’s skip gram

model. These settings are: latent feature dimension (128), length of random walks(80), and number

of random walks(10) and window size(10) on all data sets.

We also consider a traditional fairness algorithm based on equalized odds which we use to

post-process our 4 baselines. As previously mentioned, imposing an equalized odds constraint on

the predictions of a model is a popular way of ensuring fair predictions. For our task, we use

a generalized version of equalized odds proposed in [145] to post-process each of the baseline

algorithm predictions. To make the generalized equalized odds constraint compatible to network

data setting we treat link type, intra-group versus inter-group, as each link’s binary protected

attribute. We refer to this post processing algorithm as (PEO).

3.5.1.3 Sampling process and training

A big challenge for link prediction algorithms is the sparsity of real world network data. In other

words, since the number of existing links are significantly smaller than non-existing links, training

a model which is not biased toward negative examples is di�cult. Given a graph # = (+ , ⇢ , -)

we generate a training set with equal number of negative and positive examples < #
0
, ⇢

+
, ⇢
�
>.

Here #0 is the remaining sub-graph after removing all sampled positive links, ⇢+, and ⇢� is a set

of randomly sampled non-links such that |⇢+
| = |⇢

�
|. Sampling positive links from # is random

with the restriction that #0 remains connected. For each data set we generating 10 examples of

< #
0
, ⇢

+
, ⇢
�
> by deleting 80% of all links in # . For FLIP and DW we learn node representations

by performing random walks on graph #0 and train the link prediction using 10% of the generated

positive and negative samples. For the other baselines we used all the 30% of ⇢+ and ⇢� for

calculating the proximity measures. We used remaining 70% for test.
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3.5.1.4 Evaluation Metric

We evaluate the quality of link predictions with two metrics, accuracy and the area under the ROC

curve (AUC) which represents the trade-o� between true and false positives with respect to di�erent

thresholds. For the fairness subgroup dyadic-level metric we consider modred measure given in

equation 3.2.

3.5.2 Experimental Results

In the following subsection we investigate the general performance of the proposed framework.

Due to a lack of space we provide extended experimental results, including parameter sensitivity

analysis of FLIP and a FLIP ablation study, in the supplementary file.

3.5.2.1 General Performance

We summarize our results for link prediction in Table 3.3. For FLIP we report the the result

for U = 0.1, V = 0.2, epochs=3. For greedy post-processing we chose to the flip the 3% of the

predictions that will most reduce the modularity. Based on these results we can make several

observations. First, there is generally a trade o� between AUC and <>3A43 so higher <>3A43

scores are only achievable by sacrificing accuracy.

Second, none of the baseline algorithms achieve consistently high<>3A43 scores. In particular,

equalized odds post-processing provides highly inconsistent gains in <>3A43 that are heavily

dependant on the data set. It provides significant gains on the Google+ data set, but on the Dutch

school data set it provides only moderate gains, and it is a moderate impediment on the Facebook

data set. However, greedy post-processing and FLIP always achieve strong <>3A43 measures and

provide a good balance between AUC and <>3A43. This is unsurprising since FLIP and greedy

post-processing were the only two techniques specifically designed for promoting fairness in link

prediction. This demonstrates the importance of developing algorithms tailored specifically for

network data and link prediction.
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Third, of all the baselines, preferential attachment generally does the best job of achieving good

accuracy and<>3A43. One possible explanation for this is that all other baselines make predictions

based on the neighborhood structure of nodes. In a network that is homophillic with respect to

a protected attribute, nodes with the same protected attribute value are likely to have similar

neighborhood structure. Since all of our networks are homophillic with respect to the protected

attribute, link prediction methods based on neighborhood structure are more likely to reinforce

the existing homophilly and create intra-group links. In contrast, preferential attachment ignores

the neighborhood structure of nodes when making predictions so it less a�ected by pre-existing

network homophilly.

3.6 Conclusions

This work presents novel fairness-aware methods to alleviate the filter bubble problem in network

link prediction. First, we present a fairness criterion based on network modularity measure to

determine whether inter-group links are well-represented in the predicted output of a link prediction

algorithm. We then consider two approaches to overcome the filter bubble problem—one based on

a greedy postprocessing approach using the modred measure while the other based on an adversarial

learning framework. Experimental results showed that the proposed methods are promising as they

can reduce modularity of the predicted network without degrading prediction accuracy significantly.
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CHAPTER 4

FAIRNESS PERCEPTION FROM A NETWORK-CENTRIC PERSPECTIVE

In this chapter, we investigate the issue of algorithmic fairness from a network-centric perspective.

Specifically, we introduce a novel yet intuitive function known as fairness perception and provide

an axiomatic approach to analyze its properties. Using a peer-review network as a case study,

we also examine its utility in terms of assessing the perception of fairness in paper acceptance

decisions. We show how the function can be extended to a group fairness metric known as fairness

visibility and demonstrate its relationship to demographic parity. We also discuss a potential pitfall

of the fairness visibility measure that can be exploited to mislead individuals into perceiving that

the algorithmic decisions are fair. We demonstrate how the problem can be alleviated by increasing

the local neighborhood size of the fairness perception function.

4.1 Introduction

The influence of machine learning is pervasive across numerous applications, from healthcare

and e-commerce to financial and criminal justice systems. Despite its utility, previous studies

have shown that the algorithmic decisions may contain unintended biases that discriminate against

certain groups of the population [11, 77, 37]. As a result, the challenge of removing biases from the

algorithmic decision-making process has gained significant attention in recent years. In particular,

various mathematical formulations of fairness have been proposed. For instance, group fairness

metrics such as demographic parity and equalized odds have been developed to assess the degree of

prejudice against certain protected groups in the population. While each metric has its own merits,

many of them are incompatible with each other [33, 58].

The group fairness metrics are designed to determine the level of equity among di�erent groups

of individuals who are harmed by or benefited from the algorithmic-driven decisions. However, the

consequences of an unfair decision may extend beyond those individuals who are directly impacted

by the decision. In fact, they may elicit negative responses from other individuals who identified
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Figure 4.1: An example illustration of fairness perception.

themselves to be in the same group as the a�ected individuals. For instance, hiring discrimination

against a qualified member from an underrepresented group not only a�ects the well being of

that individual, but will also have an adverse e�ect on other members of the underrepresented

group who observed such behavior. This example suggests that fairness assessment must take

into consideration the perception of other individuals who may not be directly impacted by the

algorithmic decisions [143, 153].

Fairness perception is rooted in the social comparison theory. For instance, equity theory [4]

argues that “humans do not base their satisfaction on what they receive but rather what they receive

in relation to what they think they should receive". The reaction of an individual to the outcome

of a decision process is based on the expectation of the individual and this expectation not only

depends on one’s own outcome but also the outcomes of other individuals they are aligned with,

which we refer to as the reference group. The choice of the reference group is typically influenced

by the similarity measure we use, e.g., we may compare ourselves to our co-workers, friends, and

family members. By observing the outcomes of other members in our reference group, this will

help shape our expectation about what should be considered a fair outcome.

In this paper, we examine the notion of fairness perception from a network analysis perspective.

Networks provide a natural way to represent individuals and their connections to other individuals

in the same reference group. For instance, Figure 4.1 shows a toy example of a network of students

applying for college admission to a prestigious university. In this network, two students are linked
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if they know each other. Suppose the admission committee of the college has decided to accept 3 of

the applicants, denoted as nodes with green check marks, and to reject the other 4 applicants. For

brevity, we assume all the students have similar qualifications. Consider the two students labeled

as 1 and 2, respectively. Although both applicants were rejected, their expectations for admission

and perceptions of fairness are very di�erent. Student 1 has a higher expectation of being admitted

compared to student 2 since all of his/her friends were accepted. Thus, the perception of fairness

for student 1 is di�erent than that for student 2.

This paper introduces the notion of network-centric fairness perception and illustrates its appli-

cation to peer review process. Peer evaluation of scientific work has a significant e�ect on scientific

advancement. However, similar to other systems designed by humans, it is potentially biased,

favoring certain groups of individuals (e.g., famous researchers from top institutions) [157, 162].

In this study, we show how the proposed function can be used to assess the perception of authors

about paper acceptance decisions. An axiomatic approach for analyzing the desirable properties

of fairness perception functions is also presented. We then extend our proposed function to a

group fairness measure known as fairness visibility and show its relationship to demographic parity

under certain mild assumptions. We also describe a potential pitfall of assessing fairness from

a local neighborhood perspective. Specifically, it can mislead individuals into thinking that the

decision-making process is fair even though the overall decisions are biased toward certain groups

of individuals. Finally, we show how to alleviate the problem by expanding the local neighborhood

size of the fairness perception function.

4.2 Quantifying Fairness Perception

Let ⌧ =< + , ⇢ , - > be an attributed network, where + is set of nodes, ⇢ ✓ + ⇥+ is the set of

links (edges), and - 2 R|+ |⇥3 is the feature matrix associated with the nodes. We further assume

that - = (-
(?)

, -
(D)

), where - (?) are the protected attributes and - (D) are the unprotected ones.

The set of links can also be represented by an adjacency matrix, �, where �8 9 = 1 if a link exists

between nodes 8 and 9 . Furthermore, we denote �: =
Œ
:

8=1 �, where �:
8 9

> 0 if there exists a path

43



of length : between 8 and 9 , and 0 otherwise.

We also assume that each node E is associated with a target outcome, HE 2 {0, 1}. As an

example, in the context of peer review network, each node corresponds to a submitted paper and

links between papers are established if the two papers share the same authors or have authors

who had previously collaborated with each other. The outcome HE of a given paper E may indicate

whether the paper is acceptable or unacceptable based on the average ratings provided by reviewers.

We assume there exists a decision function ⌘ : + ! {0, 1} associated with each node in the

network. Let H be the hypothesis space of all decision functions. Our goal is to learn a decision

function ⌘ 2 H that is consistent with the set of outcomes. while satisfying some fairness criterion.

From the perspective of peer review network, the decision function ⌘ may refer to the final decision

whether to accept or reject the paper. The true positive and false positive rates of the binary decision

function, ⌘, can be computed as follows:

• True positive rate, TPR =
Õ
E
HE⌘(E)Õ
E
HE

• False positive rate, FPR =
Õ
E
(1�HE)⌘(E)Õ
E
HE

Our goal is to determine how the final decisions are perceived by the individual nodes in the

network. Do they feel that the decisions are biased toward nodes that belong to certain groups?

To answer this question, we assume each node E is associated with a fairness perception function,

5 (E, ⌘), given a decision function ⌘. The function provides a local, albeit myopic, view on

individual fairness of the nodes in a network.

4.2.1 Axioms for Fairness Perception

We first outline the desirable properties of the fairness perception function, 5 (E, ⌘), using the

following set of axioms. We assume each node E 2 + is associated with the following tuple,

(E.-? , E.-D, HE , # (E)), where E.-? denotes the value of its protected attribute, E.-D denotes the

value of its other (unprotected) attributes, HE denotes its target outcome, and # (E) denotes its
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X-neighborhood, which is defined as follows:

# (E) = {D | 9:  X : �:
DE

> 0}. (4.1)

For brevity, we assume X = 1, unless stated otherwise. Let ⌧A = (+A , ⇢A , -A ) be an ego-network

for node A, where +A = # (A) is the 1-neighborhood of A, ⇢A = {(8, 9) | 8, 9 2 # (A) and (8, 9) 2 ⇢}

and -A is the feature matrix associated with the attributes of the nodes in +A . We present a set of

axioms on the fairness perception function.

1. Locality axiom: If ⌘(E) = ⌘
0
(E) and 8D 2 # (E) : ⌘(D) = ⌘

0
(D), where ⌘, ⌘0 2 H , then

5 (E, ⌘) = 5 (E, ⌘
0
).

2. Monotonicity axiom: If ⌘(E) < ⌘
0
(E) and 8D 2 # (E) : ⌘(D) = ⌘

0
(D), where ⌘, ⌘0 2 H ,

then 5 (E, ⌘)  5 (E, ⌘
0
).

3. Neighborhood expectation axiom: If ⌘(E) = ⌘0(E) and 8D 2 # (E) : ⌘(D)  ⌘0(D), where

⌘, ⌘
0
2 H , then 5 (E, ⌘) � 5 (E, ⌘

0
).

4. Homogeneity axiom: Let ⌧D and ⌧E be the induced sub-graphs of +D = # (D) [ {D} and

+E = # (E) [ {E}, respectively. If ⌧D and ⌧E are isomorphic with respect to the decision

function ⌘, then 5 (D, ⌘) = 5 (E, ⌘).

For the last axiom, we say that a pair of networks, ⌧A = (+A , ⇢A , -A ) and ⌧B = (+B, ⇢B, -B), are

isomorphic with respect to the decision function ⌘ if there exists a bÚection function < : +A ! +B

such that:

• 8D 2 +A : ⌘(D) = ⌘(<(D)), HD = H
<(D) and -D = -

<(D) .

• 8(D1, D2) 2 ⇢A : (<(D1),<(D2)) 2 ⇢B

The locality axiom states that the perception of fairness for an individual depends on the decision

outcomes for other individuals in its neighborhood. As long as the outcomes for the node and its

neighborhood remains unchanged, the fairness perception function should remain the same. The
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monotonicity axiom suggests that the perception of fairness for an individual never decreases if

the decision changes in favor of the individual (assuming the decisions for its neighbors remain

unchanged). For example, if a previous decision on the paper was overturned (say from reject to

accept), then one should expect the fairness perception to improve (or at least stays the same). In

contrast, the neighborhood expectation axiom states that if the number of neighbors with favorable

decisions increases, then fairness perception decreases monotonically. This is because, if more

individuals in our reference group received favorable decisions, we expect the decision outcome

to be favorable for us as well. The increased expectation makes it less likely for us to perceive

the decision as fair if our paper is rejected. The fourth axiom ensures consistency of the fairness

perception function when applied to di�erent nodes in the network, The axiom states that if two

disparate nodes with similar neighborhoods receive the same decision outcomes, their perception

of fairness should be the same.

4.2.2 Proposed Network-Centric Fairness Perception

Definition 7 (Network-Centric Fairness Perception). Given a network ⌧ =< + , ⇢ , - > and a

decision function ⌘, the network-centric fairness perception function is defined as:

5 (E, ⌘) =

8>>>><
>>>>:

1 if E[⌘(E)]  ⌘(E)

0 otherwise

(4.2)

where E[⌘(E)] is the expected value of ⌘(E), which must satisfy the following properties:

1. If 8D 2 # (E) : ⌘(D) = ⌘0(D), then E[⌘(E)] = E[⌘0(E)].

2. If 8D 2 # (E) : ⌘(D)  ⌘0(D), then E[⌘(E)]  E[⌘0(E)].

3. Let ⌧D and ⌧E be the the induced sub-graphs based on the node sets +D = # (D) [ {D} and

+E = # (E) [ {E}, respectively. If ⌧D and ⌧E are isomorphic with respect to the decision

function ⌘, then E[⌘(E)] = E[⌘(D)].
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Our fairness perception function can thus be viewed as a local measure of individual fairness

for any given node E in a network. If the decision ⌘(E) is more favorable than expected, then E will

perceive the decision as fair. Furthermore, the expected value of the decision outcome, E[⌘(E)],

depends on the neighborhood of the node E.

Theorem 1. The network-centric fairness perception function given in Eqn. (4.2) satisfies the

locality, monotonicity, neighborhood expectation, and homogeneity axioms.

Proof : The locality and monotonicity properties are proven using the first property. Since

E[⌘(E)] remains unchanged when ⌘(D) = ⌘0(D) for all the nodes D in the neighborhood # (E), Eqn.

(4.2) suggests that 5 (E, ⌘) depends only on ⌘(E). If ⌘(E) = ⌘0(E), then 5 (E, ⌘) = 5
0
(E, ⌘), thereby

proving that the locality axiom holds. Similarly, if ⌘(E) < ⌘
0
(E), then 5 (E, ⌘)  5 (E, ⌘

0
), which

satisfies the monotonicity axiom. For the neighborhood expectation axiom, the second property

states that the expected value monotonically decreases when ⌘(D)  ⌘
0
(D) for all the nodes

D 2 # (E). Since E[⌘0(E)] is larger, then nodes that initially satisfy the inequality E[⌘(E)]  ⌘(E)

may no longer do so since ⌘0(E) = ⌘(E). Thus, 5 (E, ⌘) � 5 (E, ⌘
0
). Finally, we use the the third

property to prove the homogeneity axiom. Let ⌧D and ⌧E be the induced sub-graphs based on

node sets+D = # (D)[{D} and+E = # (E)[{E}, respectively. Since⌧D and⌧E are isomorphic with

respect to the decision function ⌘ and E[⌘(D)] = E[⌘(E)] holds due to the third property, therefore

5 (D, ⌘) = 5 (E, ⌘). ⇤

We consider the following neighborhood peer expectation approach to compute E[⌘(E)]:

E[⌘(E)] =
HE

:1

h ’
D2# (E)

HD⌘(D)

i
+

1 � HE
:0

h ’
D2# (E)

(1 � HD)⌘(D)
i
, (4.3)

where :0 =
Õ
D2# (E) (1�HD), :1 =

Õ
D2# (E) HD, and HD 2 {0, 1}. Note that if the target outcome

HE = 1, then E[⌘(E)] depends only on the first term (i.e., other nodes D in its neighborhood with

HD = 1). On the other hand, if HE = 0, then E[⌘(E)] depends only on the second term (i.e., other

nodes D in its neighborhood with HD = 0).

Intuitively, the neighborhood peer expectation considers the average decision of all its neighbors

with the same target outcome. For example, if HD denotes whether paper D is acceptable (based on

47



its review ratings) and ⌘(D) is its decision for acceptance, then the expected value of ⌘(D) depends

on the average decision for other papers in its neighborhood (e.g., papers co-authored by one of

the authors or their collaborators) with the same degree of acceptability. Since the expectation is

a monotonically increasing function of ⌘(D) for its neighbors, it can be trivially shown that the

neighborhood peer expectation satisfies the first two properties given in Definition 1. The third

property holds since the bÚection function guarantees that the H and ⌘ values for the nodes in the

neighborhoods of D and E to be the same. Thus, their expected values, E[⌘(D)] and E[⌘(E)], will

also be the same.

4.3 Fairness Visibility

We now introduce fairness visibility, which extends the fairness perception function to a group

fairness measure.

Definition 8 (Fairness Visibility). Let +2 = {D | D 2 + , D.-? = 2}, i.e., the set of nodes belonging

to the protected attribute group 2. The fairness visibility of ⌘ for group 2 is defined as follows:

�+ (+2) =

Õ
E2+2

5 (E, ⌘)

|+2 |
(4.4)

Note that the fairness visibility for a given group 2 can be viewed as the average fairness

perception of all the nodes that belong to the protected group 2. For example, the group 2 may

refer to all the papers written by well-established authors in the peer review network. To determine

whether the decision function ⌘ is fair, we compare the fairness visibility for di�erent groups of

nodes using the definition below.

Definition 9 (Fairness Visibility Parity). The decision function ⌘ satisfies fairness visibility parity

for +2 and +
2
0 if

�+ (+2) = �+ (+20) (4.5)

For example, in a peer review network, we may categorize the papers into two groups, those

written by famous authors or those written by less established researchers. If the average fairness
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perception for both groups of papers are the same, then their fairness visibility parity holds. The

larger the disparity, the more biased are the decisions as perceived by the groups.

A standard approach for measuring group fairness is to compute demographic parity, which is

defined as follows:

Definition 10 (Demographic Parity). The decision function ⌘ satisfies demographic parity for +2

and +0
2

if

%(⌘(E) = 1 | E 2 +2) = %(⌘(E) = 1 | E 2 +
0
2
) (4.6)

Unlike fairness visibility parity, demographic parity is computed for non-relational data since

it ignores the neighborhood structure of a node. In the context of peer review network, each

probability term in Eqn. (4.6) corresponds to the acceptance rate of papers that belong to the

group 2 or 20. For brevity, we termed %(⌘(E) = 1|E 2 +2) as the acceptance probability for the

group+2. The theorem below illustrates the relationship between fairness visibility and acceptance

probability.

Theorem 2. Assuming the network graph is connected and the decision function ⌘ has non-zero true

positive and false positive rates, the fairness visibility of group+2, based on the neighborhood peer

expectation, converges to the acceptance probability for +2 as the X-neighborhood size increases.

Proof : Given a node E, note that # (E) ! + as the X-neighborhood expands since the network

graph is assumed to be connected. Furthermore, if the true positive and false positive rates

for ⌘ are non-zeros, then eventually E[⌘(E)] > 0,8E 2 + by expansion of X-neighborhood. It

follows that 5 (E, ⌘) = 1 if ⌘(E) = 1 and 5 (E, ⌘) = 0 if ⌘(E) = 0. Thus �+ (+2) converges to

%(⌘(E) = 1|E 2 +2). ⇤

Corollary 2.1. Given a connected network ⌧, the decision function ⌘ satisfies demographic parity

if and only if there exists a positive integer : such that for all X � : , fairness visibility parity holds

for ⌘ with the given X-neighborhood.
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Figure 4.2: The average rating distribution of submitted papers. The red line indicates the threshold
used for classifying papers as acceptable (H = 1) or unacceptable (H = 0).

4.4 Application to Peer Review Networks

This section presents a case study on the application of our proposed approach to a peer review

network dataset.

4.4.1 Data

We constructed a network from the peer review dataset collected for the ICLR 2020 conference from

the OpenReview.net website. Specifically, for each submitted paper, we gathered information

about its title, abstract, list of authors and their a�liations. In addition, the anonymized reviews

and acceptance decision for each reviewed paper are also available. For the ICLR 2020 conference,

the number of submitted papers is 2594. However, 382 of the submissions were withdrawn.

Our analysis is therefore restricted to only 2212 papers which had been reviewed. We use this

information to create a network that contains 2212 nodes, one for each peer-reviewed paper.

The total number of accepted papers, either as oral or poster presentation, is 687 while the
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Table 4.1: Summary distribution of acceptable and accepted papers for the ICLR 2020 conference.

Acceptability
H = 1 H = 0

Acceptance ⌘ = 1 589 98
Decision ⌘ = 0 117 1408

(a) All papers

Acceptability Acceptability
H = 1 H = 0 H = 1 H = 0

Acceptance ⌘ = 1 94 13 ⌘ = 1 495 85
Decision ⌘ = 0 12 153 ⌘ = 0 105 1255

(b) Famous authors (c) Non-famous authors

Acceptability Acceptability
H = 1 H = 0 H = 1 H = 0

Acceptance ⌘ = 1 190 34 ⌘ = 1 399 64
Decision ⌘ = 0 21 328 ⌘ = 0 96 1080

(d) Top institutions (e) Non-top institutions

number of rejected papers is 1525. Thus, the conference acceptance rate is around 31%. We use

the acceptance decision of each paper as the decision function ⌘ to evaluate fairness perception. We

consider the acceptability of a paper, in terms of its average review ratings, as the target outcome H.

Our assumption here is that the reviewers are rational-minded individuals, whose average ratings

given to a paper reflect the technical merits and acceptability level of the paper. Figure 4.2 shows

histograms of average review ratings for the accepted and rejected papers. Given that the number

of accepted papers is 687, we choose an acceptability threshold of 6 since it gives a number

of acceptable papers that has the closest match to the actual number of accepted papers. With

this threshold, all papers whose average ratings are larger than 5 are considered acceptable, i.e.,

H = 1. Table 4.1(a) shows a confusion matrix comparing the acceptability of the paper (H) and its

acceptance decision (⌘).

The total number of authors who had submitted papers to the conference was 6953. We were

able to extract authorship information for each paper, such as names and email addresses of the
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co-authors, a�liation, gender, and scholarid by prepossessing the the users profile page on the

OpenReview website. Based on this information we classified the submitted papers into groups

based on the following “protected" attributes:

• Famous author papers: If a paper includes one or more famous authors, its protected

attribute value is -? = 0, otherwise -? = 1. We consider the top 500 authors with highest

h-index according to Google scholar1 as famous authors. With this designation, 272 of the

submissions were classified as famous author papers.

• Top institution papers: If a paper has an author from a top-10 university according to the

csrankings.org website2, then it its protected attribute value is -? = 0, otherwise -? = 1.

We found 573 of the submitted papers have at least one author from a top institution.

A breakdown on the number of acceptable and accepted or rejected papers for each group is

shown in Tables 4.1(b)-(e). The results given in these tables are consistent with previous research,

which had suggested that conference paper acceptance decisions are generally biased in favor of

famous authors or papers written by authors from top institutions [157, 162]. In particular, the

results suggest that the chance for an acceptable paper to be accepted is significantly higher for

papers written by famous authors (88.7%) or authors from a top institution (90.1%) compared to

those written by non-famous authors (82.5%) or authors from lower ranked institutions (80.6%).

Papers by famous or top institution authors also have a higher chance of getting their unacceptable

papers accepted compared to those by non-famous authors or authors from lower ranked institutions,

as reflected by their higher false positive rates.

We use the co-authorship information extracted from the authors’ profile pages on OpenRe-

view.net to construct the links between the nodes in the network. We consider two papers are

linked if they share a common co-author or if the authors have collaborated in the past. Figures

4.3-(a) and 4.3-(b) show the degree distribution of the networks based on the famous author and

1
https://scholar.google.com/citations?view_op=search_authors&hl=en&mauthors=

label:machine_learning

2
http://csrankings.org/#/index?all
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(a) Famous author (b) Top institution

Figure 4.3: Degree distribution of nodes in peer-review network.

top institution protected attributes. The results suggest that papers by famous authors or authors

from top institutions tend to have higher degree (on average) and a heavier tail in their distribution

compared to those written by non-famous authors or authors from lower ranked institutions.

4.4.2 Fairness Perception

We applied the proposed fairness perception function to the network and evaluated the proportion

of papers who perceived the paper acceptance decision to be fair or unfair. The results are shown

in Figure 4.4-(a) for the famous author protected attribute. Despite the fact that papers by famous

authors are generally favored (i.e., have higher true positive and false positive rates), the bar

chart shown in Figure 4.4-(a) suggests that the majority of them still perceived the decision to be

unfair. According to the fairness perception function, the main source of their discontent is the

unacceptable papers that were rejected (i.e., the blue bar), which they believe should have been

accepted. For papers by non-famous authors, Figure 4.4-(a) tells an opposite story as the majority

of them perceived the paper acceptance decisions to be fair. Although a significantly large number

of them still perceived the decision to reject their unacceptable papers as unfair (see the blue bar

for perceived unfair), the non-famous author papers are more amenable to accepting the decision

to reject their unacceptable papers (see the proportion of blue bar for perceived fair).

The preceding results show a potential pitfall of using the fairness perception function (with
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(a) Famous author

(b) Top institution

Figure 4.4: Assessment of network-centric fairness perception
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Figure 4.5: Comparison of E[⌘(E)] for rejected papers by famous and non-famous authors.

neighborhood size X = 1). Although the analysis of the confusion matrices given in Table 4.1

suggests that the decision is biased in favor of papers written by famous authors or top institutions,

the non-famous authors or those from non-top-tier institutions still perceived the decisions to be

fair! This can be explained as follows. Since our fairness perception function depends on the

computation of E[⌘(E)], we examine the distribution of E[⌘(E)] for rejected papers by famous and

non-famous authors. The results are shown in Figure 4.5. More than 40% of the rejected papers

by non-famous authors have an expected value close to 0 compared to around 10% of the rejected

papers by famous authors, Based on the definition given in Eqn. (4.2), the larger the proportion

of papers with E[⌘(E)] close to zero, the more likely they perceived the decision to be fair. One

possible explanation for the famous authors to have fewer proportion of papers with E[⌘(E)] close

to zero is due to the degree distribution of their nodes (see Figure 4.3). Since papers by famous

authors generally have a higher degree, this increases the number of nodes in their neighborhood,

which in turn, results in a higher expected value according to the formula used to compute the

neighborhood peer expectation. In contrast, many papers by non-famous authors have low degree

nodes, thus producing more nodes with low E[⌘(E)].
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4.4.3 Fairness Visibility

In this section, we will empirically evaluate the theoretical results for fairness visibility, which

provides a possible solution to alleviate the potential pitfall of using our fairness perception function.

For this experiment, we vary the X-neighborhood size from 1 to 5 and compute the corresponding

fairness visibility measure with respect to the protected attributes. The results are plotted in Figure

4.6.

For Figure 4.6-(a), observe that the fairness visibility of papers by famous authors are initially

lower than that for papers by non-famous authors when X = 1. This means that, on average, the

papers by famous authors have lower perceived fairness. As X increases, fairness visibility decreases

for both groups of papers. However, the rate of decrease is higher for papers by non-famous authors.

According to Theorem 2, under mild assumption, fairness visibility will converge to the acceptance

probability of each subgroup of the protected attribute when X increases. Since the acceptance

probability for -? = 0 (famous authors) is higher than that for -? = 1 (non-famous authors), the

fairness visibility for famous authors will be higher for larger values of the neighborhood size,

X. This provides a strategy to counter against the potential pitfall of using fairness perception by

expanding the neighborhood size X. Furthermore, it is worth noting that the peer review network

is not a connected graph. As a result, the fairness visibility does not converge exactly to the

acceptance probability for each group, which is 0.2989 (for non-famous authors) and 0.3933 (for

famous authors), when X is su�ciently large.

A similar observation can be made when analyzing the e�ect of increasing neighborhood size on

fairness visibility using top institution as protected attribute. As shown in Figure 4.6-(b), increasing

X leads to lower fairness visibility. However, with su�ciently large X, the fairness visibility for

papers by authors from top institutions is higher than that for papers by authors from lower ranked

institutions. By setting X = 2, the fairness visibility provides a good assessment on the true bias of

the paper acceptance decisions.

56



(a) Famous author (b) Top institution

Figure 4.6: E�ect of neighborhood size on fairness visibility.

4.5 Conclusion

This paper presents a novel approach for algorithmic fairness in network data. Motivated by

the equity theory in social science, we introduced the concept of fairness perception as a local

formulation of fairness and quantified this notion through an axiomatic approach to analyze its

properties. We also showed how our proposed network-centric fairness perception function can be

extended to a group fairness measure known as fairness visibility. We provided theoretical analysis

to demonstrate its relationship to demographic parity. Using a peer-review network as case study,

we also examined its utility in terms of assessing the perception of fairness in paper acceptance

decisions. We also highlighted a potential pitfall of using fairness visibility measure as it can be

exploited to mislead individuals into perceiving that the algorithmic decisions are fair. Finally, we

show how to alleviate the problem by increasing the local neighborhood size.
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CHAPTER 5

MITIGATING PERCEPTION OF BIAS IN PEER-REVIEW DECISION MAKING

This chapter presents a novel recommendation algorithm that considers both the ratings provided

by the reviewers and the co-authorship network. Specifically, the proposed algorithm balances

the trade-o� between maximizing review ratings and minimizing the perception of bias in the

peer review decisions. Motivated by the work on fairness perception in previous chapter, we

provide theoretical bounds on the gap between the average rating for di�erent groups of individuals

when fairness perception is maximized. Finally, we demonstrate the e�ectiveness of the proposed

algorithm using open peer review data for a premier conference in machine learning.

5.1 Introduction

Peer review has an undeniable role in the academic advancement of scholars. It helps to assess

whether the quality of a submitted work merits acceptance for conference or journal publication.

It is also commonly used to evaluate grant proposals submitted for funding allocation. Despite

its benefits, similar to other subjective approaches, the peer review system su�ers from potential

biases among the reviewers [87]. For example, previous studies have suggested that conference

peer review systems tend to be biased in favor of papers written by prominent authors or authors

from well-known institutions [162]. In order to mitigate this problem, researchers have begun

investigating algorithmic-driven approaches to improve di�erent stages of the peer review process.

This includes learning to order the submissions for display during the reviewers’ bidding step [56],

matching the submission to appropriate reviewers during the reviewer assignment step [76], and

calibrating the scores provided by reviewers who have varying degrees of leniency [170].

Despite these e�orts, there are still concerns regarding fairness of the peer review decisions,

especially in top-tier computer science conferences, as the number of submissions has grown

significantly in recent years. The goal of this paper is to develop a recommendation algorithm that

identifies highly-rated papers for acceptance by learning a ranking function that takes into account

58



acceptability of the papers and fairness of the decision outcomes. Here, the notion of fairness

considers both disparity in the decision outcomes of similarly qualified papers by di�erent groups

of authors as well as the authors’ perception of fairness in the decisions.

The perception of fairness is important in peer review process as it a�ects credibility of the

conference or journal. In particular, if the decisions were viewed as favoring certain groups of

privileged individuals at the expense of others, this may discourage other authors from submitting

their work to the same venue again in the future. Despite its importance, quantifying and optimizing

the perceived fairness remains a challenge as most conference management systems do not provide

an option for authors to give their feedback regarding the fairness of the paper acceptance decisions.

While some conferences provide a rebuttal phase to solicit author’s feedback, this was often used

as a mechanism to clarify or respond to comments by reviewers.

This chapter is built on development of a fairness perception criteria in chapter four. However,

the fairness perception measure alone is insu�cient for two reasons. First, maximizing the measure

does not provide guarantees of global fainess for all groups of individuals since the criteria is

defined based on local neighborhood information only. This limitation was indeed noted in chapter

four, we showed that their measure may mislead individuals into perceiving the overall decisions to

be fair even though the decisions are still biased towards certain groups of individuals. Second, the

proposed fairness perception measure was designed for classification instead of recommendation

problems. It requires access to ground truth labels to train a model to predict the decision

outcome. For recommendation problems, this assumption is no longer valid, and thus, requires a

new formulation to define a continuous-valued score for ranking the papers.

In this chapter, we present a fairness-aware recommendation algorithm for mitigating the

perception of bias in peer reviews. Specifically, given an initial set of review ratings and a co-

authorship network, our goal is to provide a ranking of the papers based on a combination of

factors, including fairness perception and statistical parity, which is a measure of group-level

fairness. We examine how to improve recommendation of papers for acceptance by balancing

the trade-o� between maximizing fairness perception and minimizing statistical disparity between
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di�erent groups of individuals. Using a graph-theoretic approach, we provide theoretical bounds

on the gap in statistical parity of the decisions when fairness perception is maximized for all

the groups and show that the bounds are potentially large, depending on the network structure

and how the nodes belonging to the protected group are distributed in the network. A novel

multi-objective optimization algorithm is therefore proposed to overcome this problem. Finally, we

conducted extensive experiments on real-world data from a multi-year computer science conference

to demonstrate the e�ectiveness of our proposed algorithm in terms of the accuracy, fairness

perception, and statistical parity of its recommendations.

5.2 Related Work

Algorithmic fairness is an important topic that has attracted considerable interest in recent years

[16, 49, 69, 97]. Fairness can be defined at individual level as the absence of any prejudice or

favoritism towards an individual with certain characteristics in a decision-making task [124]. In

other words, similar people should be treated similarly [49]. For group fairness, the individuals are

divided into disjoint groups on the basis of their protected attribute values [16]. Given the decisions

made on individuals belonging to each group, a confusion matrix can be created from which fairness

metrics are computed to statistically compare the groups. If the decisions are fair, then the metrics

for di�erent groups are expected to be equal or close to each other [53, 69, 49, 53]. Examples of

group fairness metrics include demographic parity or statistical parity [49], equalized odds [69],

and calibration fairness [36], which have been used in previous studies [113, 80, 78, 50, 24] to

ensure the independence between the decision outcome (or risk score) and group membership of

the protected attribute. However, recent studies have shown that existing metrics are not always

compatible with each other [33, 58]. Kearns et al. [85] described another challenge known as

gerrymandering, in which a classifier may appear to be fair with respect to each protected attribute

separately, but not when defined jointly over multiple protected attributes. There have been several

recent attempts to address these limitations. For example, Hebert-Johnson et al. [70] introduced a

multi-calibration approach, which aims to guarantee the statistical fairness definitions would hold

60



for an exponential or infinite class of groups defined by some class of functions with bounded

complexity.

In addition to defining fairness metrics, methods for de-biasing decision outcomes from machine

learning models have also been developed. As the input data itself is potentially biased, pre-

processing methods have been developed to alleviate this problem [186, 113, 116]. For example,

Louizos et al. [113] employed variational auto-encoders to learn a latent representation of the data

that is independent of sensitive attributes in the data. Similarly, Zemel et al. [186] presented an

algorithm for learning fair representation that preserves as much information as possible about the

original data except for the protected group membership information. However, these approaches

are mostly designed for independent and identically distributed (i.i.d.) data. To alleviate this

problem, in chapter three we introduced a dyadic-level fairness criterion based on a modified

network modularity measure and showed how it can be utilized for network link prediction tasks to

overcome the filter bubble problem.

The concept of fairness has also been extensively investigated in other fields such as social

science and criminal justice [143, 153]. These include studies that focus on understanding how

individuals perceive the notion of fairness. For example, Saxena et al. [151] investigated public

opinions on 3 fairness measures developed by computer science researchers and concluded that there

is a preference for calibration fairness. Lee and Baykal [102] also investigated users’ perception

on algorithmic fairness, though their results suggest that one-third of the participants felt the

algorithmic decisions to be unfair due to their failure to account for multiple concepts of fairness.

Ensuring fairness in peer review of scholarly research is important as it can have an adverse

a�ect on the quality of the decisions as well as reputation of the organization conducting the review

process (e.g., journals, conferences, or funding agencies). Recent years have witnessed growing

attempts to improve the di�erent stages of the peer review process. For example, Charlin and

Zemel [26] proposed an approach for automated reviewer assignment of conference papers known

as the Toronto paper matching system. Fiez et al.[56] argued that the ordering of conference papers

presented to reviewers for bidding has a significant impact on the number of bids received for each
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paper, which in turn, a�ects their quality of reviews. Other similar works focusing on improving

the reviewer assignment process include [158, 93]. A long-standing debate regarding peer review

process is whether to reveal the identities of the authors (single blind review) and reviewers (double

blind review). Tomkins et al. [162] conducted an experimental study by partitioning entire pool

of reviewers for a conference into single blind and double blind. They concluded that single

blind system tends to be biased in favor of papers authored by famous authors or those from top

institutions. However, a subsequent study by Stelmakh et al. [156] showed the limitations of the

test procedures used in [162] and designed an approach to overcome these limitations. Finally,

calibration of the reviewers scores is another research direction that has been pursued recently [170]

to account for the implicit biases in the ratings as some reviewers are more lenient or stringent than

others.

5.3 Preliminaries

This section formalizes our problem statement and reviews some of the fairness measures

available.

5.3.1 Problem Statement

Let ⌧ =< + , ⇢ , - > be an attributed network, where + is the set of nodes, ⇢ ✓ + ⇥ + is the set

of links, and - is the set of node attributes. For paper acceptance recommendation, we assume

each node is a paper, each link represents a co-authorship relation between two papers, and the

node attributes - = (-
(?)

, -
(D)

) is a combination of the protected attributes, - (?) , and other

attributes, - (D) . The protected attribute indicates whether the paper was written by well-known

researchers (famous authors) or authors from highly-ranked universities or research labs (top

institutions). If so, then - (?) = 0, otherwise - (?) = 1. Our rationale for using these criteria as

protected attribute is based on the results from chapter four and [162], suggesting that peer review

decisions tend to favor famous authors or those from well-known institutions. The attributes in - (D)

include the review ratings and other assessment criteria associated with each paper. We assume
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there exists an evaluation function q : - (D)
E
! R such that BE = q(- (D)

E
) represents acceptability

of the paper E. For example, BE may correspond to the average reviewer ratings (or a weighted

average ratings based on the reviewers’ confidence) of a paper. In addition, we also consider a

kernel function,  : - (D)
⇥ -

(D)
! R+, which measures the similarity between a given pair of

papers. In this chapter, we use the following Gaussian radial basis function as our kernel function:

 (D, E) = exp
✓
�
kD�Ek

2

2f2

◆
, where f is a hyperparameter.

The co-authorship relation is established by examining whether two papers share the same

authors or have authors who had previously collaborated together in the past. Their links are

represented by an adjacency matrix, �, where �8 9 = 1 if papers 8 and 9 has a co-authorship relation

and 0 otherwise.

Definition 11 (Peer-review recommendation). Given a co-authorship network ⌧ =< + , ⇢ , - >,

the peer-review recommendation task is to learn a ranking function ⌘ : + ! [0, 1] based on the

link structure ⇢ and node attributes - = (-
(?)

, -
(D)

).

The output of the ranking function can assist decision makers (i.e., conference program chairs)

by providing an initial list of top-k highest-ranked papers recommended for acceptance. Our goal

is to provide accurate recommendation that minimizes implicit biases in the peer review decisions

while maximizing fairness perception of the authors. While the discussion presented in this chapter

focuses on peer review recommendation, in principle, the proposed approach is applicable to other

network-based recommendation systems [114, 30].

5.3.2 Fairness Measures

Quantifying the notion of fairness is one of the pillars of ethical machine learning. A widely used

criterion for assessing fairness is demographic parity or statistical parity (SP) [49]. Demographic

parity constrains the output of the classification problem to be independent of the protected attribute.

Particularly a predictor satisfies demographic parity if there is no correlation between the protected

feature and the output. In other words, demographic parity seeks to equalize the positive decision
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across di�erent groups of the protected feature. Assuming both the target outcome .̂ and protected

attributes are binary-valued, demographic parity can be formalized as follow:

%(.̂ = 1|- (?) = 0) = %(.̂ = 1|- (?) = 1) (5.1)

Another well-known fairness criterion is equalized odds [69], which seeks to ensure that

the predictions are conditionally independent of the protected attribute given the true outcome.

Suppose . = 1 is the advantaged outcome, such as job o�er or college admission. A classifier, .̂ ,

satisfies the equality of odds with respect to the protected attributed - (?) and binary outcome . if

both conditions below hold:

%(.̂ = 1|- (?) = 0,. = 1) = %(.̂ = 1|- (?) = 1,. = 1)

%(.̂ = 1|- (?) = 0,. = 0) = %(.̂ = 1|- (?) = 1,. = 0)

The former equation, also known as equal opportunity [69], refers to equality of true positive rates

for the two groups whereas the latter refers to equality of false positive rates.

5.4 Methodology

This section presents our approach for mitigating bias in peer review recommendation. We

first introduce the proposed neighborhood expectation function for recommendation problems and

then present a simple algorithm that maximizes fairness perception. We examine its impact on the

acceptance rates for di�erent groups and theoretically show that the gap in acceptance rates can

be potentially large, which motivates us to develop a multi-objective optimization algorithm that

balances the two criteria.

5.4.1 Proposed Expected Function

Instead of using Equation (4.3), which requires availability of the ground truth label H, we con-

sider the following approach to compute the neighborhood-based expectation E[⌘(E)] for our

recommendation algorithm:

E[⌘(E)] =

Õ
D2# (E) ⌘(D) (E, D)Õ
D2# (E)  (E, D)

(5.2)
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Intuitively, the expected value of ⌘ is computed based on the weighted average value of neighboring

nodes in the network, taking into account the node similarity values. Unlike chapter four, we

consider ⌘ as a continuous-valued ranking function instead of a binary decision function.

Lemma 3. The proposed expected value in Equation (5.2) is a well-behaved function, satisfying

properties P1-P3.

Proof. For the first property, since 8D 2 # (E) : ⌘(D) = ⌘0(D), therefore E[⌘(E)] = E[⌘0(E)] since

 is independent of the ranking function ⌘ in Equation (5.2). The second property holds given the

fact that the co-domain of the kernel function  is non-negative. Assuming 8D 2 # (E) : ⌘(D) 

⌘
0
(D), we have ’

D2# (E)

⌘(D) (E, D) 

’
D2# (E)

⌘
0
(D) (E, D)

The proof for property P2 follows since the denominator of the expected value in Equation (5.2)

is the same for ⌘ and ⌘0. The third property also holds based on the premise that the induced

subgraphs ⌧D and ⌧E are isomorphic with respect to h. This guarantees that the ⌘ and  values

for all the nodes the neighborhood of D and E are the same. As a consequence, E[⌘(D)] = E[⌘(E)],

which completes the proof. ⇤

5.4.2 Maximizing Fairness Perception

Let C = {⇠1, . . . ,⇠: } be the set of all connected components in G. The theorem below presents a

simple solution for the ranking function ⌘ that maximizes fairness perception.

Theorem 4. Given a ranking function ⌘ and a network ⌧ =< + , ⇢ , - >, the function achieves its

maximum fairness perception, i.e., 8E 2 + : 5 (E, ⌘) = 1, if and only if 8⇠ 2 C : ⌘(E) = ⌘(E0) for

all E, E0 2 ⇠.

Proof. If ⌘(E) is identical for all the nodes E in the same connected component, then according to

Definition 5.2, it is easy to see that8E : E[⌘(E)] = ⌘(E). As a result, the fairness perception function

5 (E, ⌘) = 1 for all E 2 ⇠. Since this property holds for all ⇠ 2 C, therefore 8E 2 + : 5 (E, ⌘) = 1.
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Next, we will show that if 8E 2 + : 5 (E, ⌘) = 1, then all the nodes E in the same connected

component must have the same value for ⌘(E). This is trivially satisfied if the connected component

has only one node. Thus, we consider the case for connected components with at least two nodes. By

contradiction, assume that fairness perception is maximized and there exists a connected component

⇠ 2 C containing nodes with di�erent rank values ⌘. Let ⇠<8= = {D 2 ⇠ |⌘(D) = <} where

< = <8={⌘(D) |D 2 ⇠}. Since the rank values are not uniform, there must exist a node D< 2 ⇠<8=

connected to another node E 2 ⇠ \ ⇠<8=, in which ⌘(D<) < ⌘(E). If there is no such a D< , then

⇠<8= must not be connected to ⇠ \⇠<8=, which cannot be true. Thus, 8E 2 # (D<) : ⌘(D<)  ⌘(E)

and there exist a neighboring node E 2 # (D<) such that ⌘(E) > ⌘(D<). Using the expected value

function defined in Equation (5.2), we have

E[⌘(D<)] =

Õ
E2# (D<) ⌘(E) (D< ,<)Õ
E2# (D<)  (D< , E)

>

Õ
E2# (D<) ⌘(D<) (D< , E)Õ

E2# (D<)  (D< , E)

= ⌘(D<)

Since ⌘(D<) < E[⌘(D<)], 5 (D< , ⌘) = 0, which contradicts the assertion that fairness perception is

maximized. Thus, the original assumption that the connected component has nodes with di�erent

rank values must be wrong. ⇤

Theorem 4 suggests a trivial solution for maximizing fairness perception is by assigning the

same rank value ⌘ to every node in a connected component. However, maximizing fairness

perception alone is insu�cient for several reasons. First, it does not guarantee good performance

as all the nodes (papers) in the same connected component have identical rank values irrespective

of their acceptability score B. Second, since fairness perception is an individual-level metric based

on local neighborhood features rather than global features, it does not guarantee similarly qualified

papers by di�erent groups of authors will be treated equally.

One way to measure equity across the di�erent groups is to apply a group-level fairness criterion

such as statistical parity (see Equation (5.1)), which was originally introduced for classification
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problems. Here, we propose the following weighted statistical disparity (WSD) metric to determine

the disparity in the average rank scores ⌘ of similarly qualified papers for the di�erent groups of

authors. Specifically, we first partition the acceptability scores of the papers into a set of  

ordinal values, B̂1 < B̂2 < · · · < B̂
 

. For example, if the average rating of a paper E ranges

between 0 to 10, then B̂8 may correspond to the rounded integer value of BE , A (BE) = B̂8. Let

⌫
( 9)

8
= {E 2 + | A (BE) = B̂8, -

(?)

E
= 9} denotes the set of papers with similar acceptability scores,

B̂8, and ⌘̄( 9)
8

= 1

|⌫
( 9)

8
|

Õ
E2⌫

( 9)

8

⌘(E) denotes the average rank ⌘ of such papers from protected group

-
(?) = 9 . The following equation is used to measure the weighted statistical disparity across the

di�erent groups:

�(⌘) =
1
 

 ’
8=1

B̂8

�
⌘̄
(0)
8
� ⌘̄

(1)
8

�2 (5.3)

Note that �(⌘) = 0 if the average rank of similarly qualified papers are identical for the di�erent

groups of the protected attribute. The measure also emphasizes on ensuring fairness in the

ranking of papers with higher acceptability scores since such papers are the ones more likely to

be recommended for acceptance. The theorem below illustrates the relationship between fairness

perception and the weighted statistical disparity measure.

Theorem 5. Given a ranking function ⌘ that maximizes fairness perception, i.e.,8E 2 + : 5 (E, ⌘) =

1, its weighted statistical disparity satisfies the following inequality: ^ ⇥ <0G
n
X
⇤
, 0
o
 �(⌘) 

^ ⇥ �⇤, where ^ := 1
 

Õ
 

8=1 B̂8,

X
⇤ = sign

⇣
(⌘

(0)
min � ⌘

(1)
max) (⌘

(0)
max � ⌘

(1)
min)

⌘

⇥min
n
(⌘

(0)
min � ⌘

(1)
max)

2
, (⌘

(0)
max � ⌘

(1)
min)

2
o
,

�⇤ = max
n
(⌘

(0)
min � ⌘

(1)
max)

2
, (⌘

(0)
max � ⌘

(1)
min)

2
o
.

Here, we have denoted ⌘( 9)min = min{⌘(E) | - (?)

E
= 9} and ⌘( 9)max = max{⌘(E) | - (?)

E
= 9}.

Proof. First, note that ⌘( 9)min  ⌘̄
( 9)

8
 ⌘

( 9)

max since

⌘̄
( 9)

8
=

1

|⌫
( 9)

8
|

’
E2⌫

( 9)

8

⌘(E) 
1

|⌫
( 9)

8
|

’
E2⌫

( 9)

8

⌘
( 9)

max = ⌘( 9)max
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⌘̄
( 9)

8
=

1

|⌫
( 9)

8
|

’
E2⌫

( 9)

8

⌘(E) �
1

|⌫
( 9)

8
|

’
E2⌫

( 9)

8

⌘
( 9)

min = ⌘( 9)min

Using these inequalities, it can be easily shown that

⌘
(0)
min � ⌘

(1)
max  ⌘̄

(0)
8
� ⌘̄

(1)
8
 ⌘

(0)
max � ⌘

(1)
min and

( ⌘̄
(0)
8
� ⌘̄

(1)
8

)
2
 max

n
(⌘

(0)
min � ⌘

(1)
max)

2
, (⌘

(0)
max � ⌘

(1)
min)

2
o

Replacing the above inequality into Equation (5.3) and using the definition of �⇤, we obtain the

following upper bound:

�(⌘) 
1
 

’
8

B̂8 max
n
(⌘

(0)
<8=
� ⌘

(1)
<0G

)
2
, (⌘

(0)
<0G
� ⌘

(1)
<8=

)
2
o

= ^ ⇥ �⇤

To obtain the lower bound for �(⌘), we use the following:

( ⌘̄
(0)
8
� ⌘̄

(1)
8

)
2
� sign

⇣
(⌘

(0)
min � ⌘

(1)
max) (⌘

(0)
max � ⌘

(1)
min)

⌘

⇥min
n
(⌘

(0)
min � ⌘

(1)
max)

2
, (⌘

(0)
max � ⌘

(1)
min)

2
o
= X⇤

If (⌘(0)min � ⌘
(1)
max) and (⌘

(0)
max � ⌘

(1)
min) have opposite signs, then X⇤ is negative. Since ( ⌘̄

(0)
8
� ⌘̄

(1)
8

)
2

is non-negative, we can obtain a tighter bound as follows:

( ⌘̄8
(0)
� ⌘̄8

(1)
)
2
� max

n
X
⇤
, 0
o

(5.4)

Replacing the above inequality into Equation (5.3) yields

�(⌘) �
1
 

’
8

B̂8 max
⇢
X
⇤
, 0
�
= ^ ⇥max

⇢
X
⇤
, 0
�

which completes the proof. ⇤

The preceding theorem shows that maximizing fairness perception does not guarantee parity in

the recommended decisions for di�erent groups. The latter also depends on the distribution of the

protected attribute values across the network, which is beyond the control of the decision-makers.

Thus, it would be desirable to find a compromise that considers the trade-o� between maximizing

fairness perception and minimizing the weighted statistical disparity. In the next section, we

describe our algorithm to achieve this balance.
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5.4.3 FPRank: Fair Peer Review Recommendation

This section presents FPRank, our proposed recommendation algorithm, which learns a ranking

function ⌘ that considers the acceptability scores of the papers and the trade-o� between maximizing

fairness perception and minimizing the weighted statistical disparity measure, �.

First, we re-write the expected value given in Equation (5.2) as E[⌘(E8)] =
Õ
9
,8 9 ⌘(E 9 ), where

, = ⇡
�1

( � �) and � denote a Hadamard product between the adjacency matrix � and the

kernel matrix  . ⇡ is a diagonal matrix, in which ⇡88 =
Õ
9
[ � �]8 9 . A trivial approach to

learn a ranking function that maximizes fairness perception is to solve ⌘ = ,⌘, or equivalently,

(, � �)⌘ = 0. The solution is obtained by finding the null space of the matrix, � �, which admits

the null vector ⌘ = 0 as its trivial solution. In addition to maximizing fairness perception, the

ranking function ⌘ should also match acceptability of the paper as given by B. In other words, the

rank of the paper should be high if its acceptability score is high. Thus, one of our objectives is

to minimize the discrepancy between B and ⌘. Furthermore, the ranking function ⌘ must also be

trained to minimize the weighted statistical disparity, �(⌘), to ensure it is not biased against certain

groups of nodes.

Putting everything together, the objective function to be solved by our framework is as follows:

argmin
⌘

| |B � ⌘| |
2
+ U�(⌘)2 + V | |I | |2 (5.5)

s.t. 88 :
’
9

,8 9 ⌘ 9  ⌘8 + I8, ⌘8 � 0, I8 � 0

I is a slack variable that relaxes the constraint for fairness perception to be equal to 1 for all

the nodes. The hyperparameters U and V control the tradeo� between matching ⌘ to the paper

acceptability scores, ensuring group parity, and minimizing the number of constraint violations.

During training, our algorithm finds the values of U and V that minimizes the power mean of

the three terms in the objective function1. The objective function can be solved using a standard

quadratic programming package such as CVX [46, 6].

1 The power mean for G1, . . . , G= is "? (G1, . . . , G=) =
⇣

1
=

Õ
=

8=1 G
?

8

⌘ 1
? where p is a hyper

parameter.
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Table 5.1: Summary statistics of submitted and accepted papers for the ICLR conference from
2017 to 2020.

Year # papers # Accepted % Top % Famous
papers Institution authors

2017 488 243 25% 22%
2018 402 229 33% 17%
2019 1419 502 27% 15%
2020 2212 687 26% 12%

5.5 Experimental Evaluation

This section describes the experiments performed to investigate the e�ectiveness of our fairness-

aware recommendation algorithm.

5.5.1 Experimental Setup

5.5.1.1 Data

We consider a multi-year peer review data from a major computer science conference (ICLR) for

our experiments. The dataset was scraped from the OpenReview.net website, which provides an

API to access the list of submitted papers as well as their meta-data, including reviews, comments,

and final decisions. Table 5.1 shows the summary statistics of the submitted and accepted papers

from 2017 to 2020. We extracted the authorship information for each paper, including the authors

names, a�liations, and scholarid. We also identified the email addresses of their co-authors by

preprocessing the authors’ profile pages on the OpenReview website. Similar to the approach

used in previous chapter, we categorized the submitted papers into di�erent groups based on the

values of two protected attributes—famous author papers and top institution papers. We used

Google Scholar to identify famous authors by examining the top-500 researchers with the highest

h-index scores2. Thus, if a paper includes one or more famous authors, then - (?)

author = 0, otherwise

-
(?)

author = 1. To identify the top institutions, we used the rank list provided by csrankings.org3. If

2
https://scholar.google.com/citations?view_op=search_authors&hl=en&mauthors=

label:machine_learning

3
http://csrankings.org/#/index?all
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a paper has an author from a top-10 highest ranked university, then - (?)

inst = 0, otherwise - (?)

inst = 1.

The co-authorship relation was established by combining the list of co-authorship information

provided on the user profile page on OpenReview website with the co-authorship information

gathered from the DBLP website4. We consider the acceptability score of a paper B in terms of its

average review ratings.

5.5.1.2 Baseline Algorithms

We compare our proposed FPRank method against the following baselines: (1) Calibrated equalized

odds postprocessing, CEP [145], which is a method for calibrating the classifier output scores to

ensures fairness in terms of equalized odds measure. We use a variation of the method to ensure

equality of false positive rates CEP (FPR). (2) Reject option classification, ROC [79], which is a

post-processing method that guarantees fairness in terms of statistical parity ROC (SPD) or equal

opportunity ROC (EOD). (3) FairTop-k [185], which is a fairness-aware ranking algorithm that

identifies a subset of k candidates from a large pool of candidates by selecting the best candidates

based on a ranked group fairness criterion. We use the implementation provided by AI Fairness

360 software5 for the CEP and ROC baselines. We also consider a variation of our method, Max

Perception, which maximizes only fairness perception and consistency with acceptability score B

without considering statistical parity (i.e., see Equation 5.6 without �(⌘) and the slack variables).

5.5.1.3 Evaluation Metrics

We consider the conference decision as the ground truth outcome and calculate the widely-used

average precision measure of each algorithm based on their recommended papers, i.e., 1
<

Õ
:
%@: ,

where< is the number of accepted papers and%@: is the precision based on the top-: recommended

papers. We also compute its overall fairness perception by taking the average fairness perception of

the papers, i.e., 1
|+ |

Õ
E2+ 5 (E, ⌘). The metric ranges between 0 and 1, with larger values suggest a

4
https://dblp.uni-trier.de/xml/

5
https://aif360.mybluemix.net
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Table 5.2: Average precision of various methods compared to the conference decisions (using top
institutions as protected attribute).

2017 2018 2019 2020
FPRank 0.9246 0.8333 0.7956 0.9093
Max Perception 0.6901 0.6979 0.4601 0.3063
ROC (SPD) 0.7687 0.7789 0.7830 0.7381
ROC (EOD) 0.7769 0.7794 0.7797 0.7611
CEP (FPR) 0.5606 0.6934 0.5074 0.6705
FairTop-k 0.9004 0.8288 0.8810 0.8464

Table 5.3: Average precision of the various methods compared to the conference decisions (using
famous authors as protected attribute).

2017 2018 2019 2020
FPRank 0.9262 0.8356 0.7956 0.9085
Max Perception 0.6901 0.6979 0.4601 0.3063
ROC (SPD) 0.7738 0.7575 0.7684 0.7467
ROC (EOD) 0.7769 0.7794 0.7797 0.7611
CEP (FPR) 0.5641 0.6976 0.5074 0.6705
FairTop-k 0.8971 0.8263 0.8790 0.8487

higher perception of fairness in the decision. Finally, we evaluate the weighted statistical disparity

of each method using Equation 5.3. To compute the metric, the acceptability scores B8 were

discretized into B̂8 by rounding the average review ratings to the nearest integer value.

5.5.2 Experimental Results

The first goal of our experiments is to compare the rankings generated by the di�erent methods

against the conference decisions. Table 5.2 summarizes the average precision of FPRank and

other baseline methods using top institution as protected attribute while Table 5.3 shows the

corresponding results using famous author as protected attribute. The results in both tables suggest

that FPRank outperforms all the baseline methods in 3 out of 4 years. Although its precision is

lower than FairTop-K in 2019, it outperforms FairTop-K in terms of average precision and other

fairness metrics to be described below in all other years. Observe that the Max Perception baseline

has a lower average precision than FPRank, which suggests that maximizing fairness perception

does not guarantee high quality recommendation.
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Table 5.4: Comparison of average fairness perception (using top institutions as protected attribute)

2017 2018 2019 2020
FPRank 0.8709 0.8682 0.7463 0.5023
Max Perception 0.9918 0.9577 0.8118 0.5054
ROC (SPD) 0.7766 0.8159 0.6758 0.5027
ROC (EOD) 0.8340 0.8159 0.6892 0.4973
CEP (FPR) 0.7889 0.8358 0.6723 0.4991
FairTop-k 0.8340 0.8184 0.6794 0.4986
Conference Decision 0.8135 0.8308 0.6963 0.5077

Table 5.5: Comparison of average fairness perception (using famous authors as protected attribute)

2017 2018 2019 2020
FPRank 0.8709 0.8607 0.7449 0.5023
Max Perception 0.9918 0.9577 0.8118 0.5054
ROC (SPD) 0.8094 0.8159 0.6737 0.4977
ROC (EOD) 0.8340 0.8159 0.6892 0.4973
CEP (FPR) 0.8197 0.8308 0.6723 0.4991
FairTop-k 0.8320 0.8134 0.6758 0.4973
Conference Decision 0.8135 0.8308 0.6963 0.5077

Next, we compare the average fairness perception of the di�erent methods. Table 5.4 sum-

marizes the results for top institution as protected attribute. Except for 2020, Max Perception

has the highest fairness perception, which is not surprising since the algorithm explicitly tries to

maximize the measure. FPRank has the second highest fairness perception values and consistently

outperforms other baseline methods including FairTop-K. Similar conclusions can be reached for

the results shown in Table 5.5 for famous authors as protected attribute. For 2020, it appears that

the original conference decision has the highest fairness perception, though it is quite close to other

methods and is lower than other years.

Finally we compare the performance of the various methods in terms of their group fairness met-

ric, weighted statistical disparity. Tables 5.6 and 5.7 summarize the results using top institution and

famous author, respectively, as the protected attribute. Observe that FPRank consistently achieves

weighted statistical disparity values close to 0 in all years, which suggests that its recommendation

is not biased against one of the protected groups. These results support our claim that FPRank

can achieve high average precision in its recommendation while balancing the trade-o� between
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Table 5.6: Comparison of weighted statistical disparity (using top institutions as protected attribute)

2017 2018 2019 2020
FPRank 0.0657 0.0049 0.0040 0.0000
Max Perception 0.3707 0.1831 0.0165 0.0003
ROC (SPD) 0.3619 0.1649 0.0065 0.0101
ROC (EOD) 0.3466 0.1637 0.0009 0.0000
CEP (FPR) 0.6164 0.1637 0.0000 0.0001
FairTop-k 0.3459 0.1644 0.0040 0.0001
Conference Decision 0.3464 0.0110 0.0012 0.0023

Table 5.7: Comparison of weighted statistical disparity (using famous authors as protected attribute)

2017 2018 2019 2020
FPRank 0.0709 0.0391 0.0044 0.0000
Max Perception 0.2835 0.1798 0.0557 0.0004
ROC (SPD) 0.2375 0.1753 0.0102 0.0103
ROC (EOD) 0.1825 0.1638 0.0002 0.0000
CEP (FPR) 0.7653 0.1637 0.0002 0.0001
FairTop-k 0.1834 0.1639 0.0038 0.0001
Conference Decision 0.1851 0.0040 0.0009 0.0009

maximizing fairness perception and minimizing the weighted statistical disparity of the di�erent

groups.

5.6 Conclusions

This chapter presents a novel fairness-aware peer review recommendation algorithm called

FPRank that considers a multi-objective criteria based on acceptability scores, fairness perception,

and weighted statistical disparity, to generate its recommendation for paper acceptance. We also

provide theoretical analysis to show that maximizing fairness perception alone is insu�cient as it

may lead to bias in terms of the group fairness criteria. Finally, we successfully demonstrate the

e�ectiveness of FPRank in terms of balancing the competing requirements using open review data

from a major conference in machine learning.
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CHAPTER 6

FAIR GRAPH SAMPLING

This chapter investigates the problem of network sampling from a fairness perspective. First

we propose a novel fairness-aware network sampling framework that combines the structural

preservability and group representativity objectives into a unified structure. Next we developed a

fair greedy sampling algorithm which aims to satisfies both objectives. We also provide a theoretical

approximation guarantee bound for the proposed method.

6.1 Introduction

Networks are powerful tools for modeling interactions between entities in a complex social

system. The digital revolution has provided a unique opportunity to collect significant amount of

information related to such systems. For example, the number of smartphone users has grown

by 40% from 2016 to 2021, reaching up to 3.8 billion people [163]. The pervasiveness of such

technology means more social network users, more online purchases, more user-generated content,

and consequently, more massive networks. Executing even simple algorithms on such a massive

network can be very expensive. In addition to computational complexity, many online social

networks are not entirely visible due to privacy concerns, and are accessible only via crawling or

(a) The Original Network (b) An Structural Preservative Sam-
ple

(c) A Group Representative Sample

Figure 6.1: An example illustration of di�erent sampling objective.
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through the use of APIs. However, such access is often limited due to restrictions on the number of

queries or rate limits imposed by the data providers [1]. This makes accessing the whole network

extensively hard or near impossible.

One way to address the above challenges is by using network sampling. Sampling can be used

to extract a subset of the nodes and links of the network for subsequent analysis tasks. For example,

the sampled network can be used for e�cient training of sophisticated deep learning models such

as graph convolutional networks (GCN) or for network visualization purposes. Furthermore, it can

be utilized as an e�cient way to collect data with a limited budget.

The most common sampling objective is to preserve specific topological properties of the

original network, which will be referred to as structural preservability in this chapter. In graph

sampling literature, many network topological measures have been used to characterize structural

preservability. These properties can be generally categorized into two groups: (1) vector properties

such as the distribution of node degrees, clustering coe�cients, and eigenvalues, and (2) scalar

properties such as average degree, network diameter, and average clustering coe�cient. The

former can be assessed using probabilistic distance measures such as Kullback–Leibler divergence

and Kolmogorov-Smirnov statistic whereas the latter can be measured using measures such as

normalized root mean square error (NRMSE) [73].

Besides their link structure, many networks can also be characterized by properties of their

node attributes. The sampling objective can therefore be expressed in terms of representativeness

of their node attribute values [73], which will be referred to herein as group representativity. The

node attributes used to define the groups are known as protected attributes (e.g., gender, race, age

group, etc). Group representativity can be formalized as the ratio of nodes from each subgroup in

the sampled subgraph to the original network. Figure 6.1 shows a toy example to illustrate the two

potentially conflicting sampling objectives. The network in Figure 6.1(a) has 11 nodes with the red

and blue colors representing their group memberships. Observe that there are two major clusters

in the network, one involving the nodes labeled 0-4 while the other involving nodes 5-10. Figure

6.1(b) illustrates a structurally preservable network sample that maintains the clustering structure
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but is not group representative as it includes mostly nodes from the blue subgroup, with only one

node from the red subgroup. On the other hand, Figure 6.1(c) illustrates a group representative

sample that is not structurally preservable since it contains nodes primarily from one of the two

clusters.

Similar to other machine learning tasks, existing network sampling algorithms are not imper-

vious to biases against certain demographic groups of the social network. Given its broad range of

applications, the importance of fair network sampling cannot be overly emphasized. If the sampled

network is biased, this will adversely a�ect the results of downstream mining tasks. For example,

Wagner et al. [166] showed that uninformed sampling may lead to biased estimation of node

centrality values and unfair ranking of nodes from minority groups in a social network. They also

proposed a metric based on the idea that an ideal sample should not “systematically rank nodes of

one group higher and nodes of the other group lower than expected." However, the authors did not

present any new sampling method to overcome the limitations of existing algorithms.

The main challenge in fair network sampling is how to combine the structural preservability and

group representativity objectives in a principled way and to design an algorithm that optimizes for

both. In this chapter, we develop an approach that measures structural preservability by comparing

the centrality measures of the nodes in the sampled network compared to their values in the original

network. The fairness of the sampled network, which corresponds to our group representativity

measure, is then defined by a max-min subgroup fairness criterion [118] based on the worst-case

structural preservability value among all the subgroups of the protected attribute. We have also

developed a greedy algorithm to obtain an approximate solution for the max-min subgroup fairness

criterion. A systematic evaluation of the proposed sampling algorithm was performed on various

real-world social network data to empirically compare its e�ectiveness relative to other baseline

methods.
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6.2 Related Work

Previous methods for network sampling can be categorized as random node selection (RN),

random edge selection (RE), or traversal-based sampling methods. In the first case, the RN sampling

algorithm will select a subset of the nodes, while maintaining all the edges among the selected

nodes. The sampled nodes are selected according to some structural preservability criteria, e.g.,

in terms of their node degree, PageRank value [138], or other node centrality measures. In the

second case, the sampling algorithm will select a subset of the edges to create the subgraph. The

RE sampling process can be done by randomly choosing the edge or by randomly choosing a

node first before selecting an edge incident to the node [104]. Finally, a traversal-based sampling

algorithm starts from an initial set of nodes (and/ or edges) and expands the sample based on

their connectivity to the nodes in the current sample. This method includes random walk based

sampling [174, 122, 148], snowball sampling [57] (which is similar to breadth-first search with the

di�erence in that it only expands a fixed number of neighbors), forest fire sampling [105] (which

is a probabilistic version of snowball sampling), and Markov chain Monte Carlo methods (e.g., the

Metropolis-Hastings [75, 61] algorithm).

Graph sampling methods can be utilised in training graph neural networks (GNN). For example,

Hamilton et al. [67] proposed a method for generating node representation by sampling and aggre-

gating features from a node’s local neighborhood. Ying et al. [183] combines random walks and

graph convolutions to generate node representations. Chen et al.[28] proposed a sampling scheme

in the reformulation of the loss and the gradient whereas Zou et al.[194] proposed layer-dependent

importance sampling. Alternative graph sampling methods have been proposed in [31, 187, 35].

These sampling approaches are designed for e�cient training of graph neural networks, instead of

preserving the topological properties and group representativity of the network, which is the focus

of this chapter.

Fairness in machine learning has received considerable attention in recent years [16, 49, 69, 97].

Prior works have mainly focused on classification tasks and can be categorized into individual and

group-level fairness. Individual-level fairness was developed based on the proposition that similar
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people should be treated similarly. An example of such an approach is by Dwork et al. [49]

that defines a metric based on probabilistic distance measure between individuals with Lipschitz

condition. Fairness from a group-level perspective was developed based on the idea that members of

di�erent demographic groups such as race and gender should be treated equally. These approaches

would quantify fairness in terms of statistical measures [16] such as statistical parity [49], equalized

odds [69], and balanced error rate [53].

There are growing interests to the problem of fairness in network mining tasks [121, 147, 23,

81, 40]. Rahman et al. [147] proposed Fairwalk, a fairness-aware embedding method based on

node2vec. Buyl and De Bie [23] proposed a Bayesian method for learning debiased embeddings by

using a biased prior. Kanget al. [81] presented a definition of individual fairness for graph mining

and three algorithms for debiasing the input graph, debiasing the learning model and debiasing the

output results. Dai and Wang [40] proposed debiasing framework for GNNs whereas Masrour et

al. [121] introduced a fairness metric based on a network modularity measure and utilized it for

link prediction tasks in network mining to alleviate the filter bubble problem in social networks.

6.3 Preliminaries

Let ⌧ =< + , ⇢ , - > be an attributed network, where + is the set of nodes, ⇢ ✓ + ⇥+ is the set

of links, and - 2 R|+ |⇥3 is the feature matrix associated with the nodes in the network. We assume

- can be partitioned into two groups - = (-
(?)

, -
(D)

), where - (?) denote the protected attributes

and - (D) denote the unprotected ones. Let {%1, . . . , % } be the partitions of the nodes in + based

on the values of the protected attribute - (?) , where  is the number of distinct combination of its

values.

Given a pair of networks, ⌧1 =< +1, ⇢1, -1 > and ⌧2 =< +2, ⇢2, -2 >, we say that ⌧1 is a

subgraph of ⌧2, denoted as ⌧1 ✓ ⌧2, if +1 ✓ +2 and ⇢1 ✓ ⇢2. If ⇢1 includes all the links in ⌧2

that have endpoints in +2, then ⌧1 is an induced subgraph of ⌧2. We denote the set of all possible

induced subgraphs of size = of a graph ⌧ as G=. For brevity, we consider only undirected networks

in this study, though the ideas can be extended to directed networks.
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Definition 12 (Network Sampling). Given an attributed network ⌧ =< + , ⇢ , - > and a sample

size n, the task of network sampling is to extract an induced subgraph ⌧⇤
B
=< +⇤

B
, ⇢
⇤
B
, -
⇤
B
> with n

nodes that maximizes the following objective function o : G= ! R+.

⌧
⇤
B
= argmax

⌧B2G=o(⌧B) (6.1)

This chapter focuses on designing a network sampling algorithm that satisfies both structural

preservability and group representativity requirements. The former requires comparing the topo-

logical properties of the sampled graph against the original network while the latter evaluates how

representative the sample is with respect to di�erent subgroups, as defined by the node attributes.

We will discuss in detail the proposed objective function to achieve this goal in the next section.

6.3.1 Network Sampling as Subset Selection Problem

The network sampling problem can be formulated as a subset selection problem, which is defined

as the task of finding a subset � from a set ( that maximizes an objective function 5 : 2( ! R+

such that |�|  =. Network sampling is a form of subset selection problem where ( is the set

of nodes in the network. Besides network sampling, there are other machine learning tasks, such

as feature subset selection, that can also be formulated as a subset selection problem. However,

due to its exponential search space, it has been shown that the subset selection problem is usually

NP-hard[43].

Many algorithms have been developed to find a polynomial-time approximation solution for

this problem. These algorithms can be generally categorized into two groups—convex relaxation

and greedy algorithms [146]. Convex relaxation methods would replace the non-convex subset size

constraint with convex constraints [161, 195]. In contrast, greedy algorithms would start from an

empty set and iteratively select an element from the set + to be added in a way that maximizes

the objective function [60, 43]. For submodular objective functions, the greedy algorithms are

guaranteed to find a reasonably good approximation to the optimal solution. Specifically, a function
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5 is submodular if and only if:

5 (� [ ⌫) + 5 (� \ ⌫)  5 (�) + 5 (⌫) (6.2)

for all subsets �, ⌫ ✓ + . If 5 is a monotone, submodular, non-negative function on 2+ , then the

greedy algorithm will provide a solution within 1� 1
4

approximation of the optimum solution [129].

If the function does not have submodular property, the greedy algorithms may perform poorly.

Nevertheless, there is a class of non-submodular functions that has received considerable attention

recently. Bian et al. [19] provided an approximation of the bounds for greedy maximization of

nondecreasing set functions. Their bound was defined in terms of the (generalized) curvature and

submodularity ratio of the function. Chen et al. [29] showed that a randomized version of the greedy

algorithm achieves an approximation ratio of (1+ 1
W
)
�2 for weakly submodular maximization subject

to a general matroid constraint, where W is a parameter measuring the distance from submodularity.

6.4 Proposed Sampling Framework

Our goal is to design a network sampling framework that considers both structural preservability

and group representativity objectives. In this section we first introduced the proposed node-

level sampling measure for structural preservability of the sample. We then describe our group

representativity objective, which measures fairness in the sampled network in terms of the worst-

case structural preservability measure for di�erent groups of the protected attribute. The criteria

will be employed by our proposed greedy algorithm to be described in Section 6.5.

6.4.1 Node-level Sampling Measure

Since the protected attribute is an individual-level feature defined for each node, a natural starting

point for measuring a sample’s goodness in terms of preserving the topological properties of a

network is at the individual node level. More specifically, node centrality [130] has been widely

used as a measure of the importance of the nodes in a network. By comparing the centrality values

of all the nodes in the sampled graph to their corresponding values in the original network, the

structural preservability of a sample can therefore be evaluated.
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Definition 13 (Centrality Ratio). Given a network ⌧ =< + , ⇢ , - > and a subgraph ⌧B, then the

centrality ratio ` for a node v in ⌧B is

`(E,⌧B) =
⇠ (E,⌧B)

⇠ (E,⌧)
(6.3)

where ⇠ corresponds to a node centrality measure.

One potential caveat of using Equation (6.3) is that it assumes the entire network is available in

order to compute its denominator. If the sampling algorithm is restricted to have access only to the

sampled network (e.g., while crawling the network) instead of full access to the entire network, we

may relax the preceding definition to the following equation instead:

˜̀(E,⌧B) ⇡ ⇠ (E,⌧B) (6.4)

The relaxed measure is often used during sampling by most algorithms whereas the true centrality

ratio (Equation (6.3)) is used when evaluating the performance of the sampling algorithm. Note

that there are numerous centrality measures that have been introduced in the literature [130]. In

this chapter, we consider the harmonic centrality [22] as our node centrality measure. Harmonic

centrality of a node D to a graph ⌧ is defined as the sum of the inverse of the shortest path distance,

3
⌧
(D, G), between D to all other nodes G in ⌧:

� (D,⌧) ⌘

’
G2+\{D}

� (D, G) =
’

G2+\{D}

1
3
⌧
(D, G)

(6.5)

Note that although the discussion in this chapter focuses on harmonic centrality, our proposed

framework is applicable to other centrality measures as well. We choose harmonic centrality as

our measure for several reasons. First, unlike other centrality measures such as closeness and

betweenness, which are restricted to connected networks, harmonic distance is applicable to both

connected and disconnected networks. This is because if 3
⌧
(D, G) = 1, then the corresponding

element in the sum given in Equation (6.5) will be zero. Also, the measure is intuitive as it

considers the relative influence of the nodes in a network by giving higher weights to nodes that

are closer to D than those located further away. The strength of using harmonic distance compared
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to other centrality measures was recently demonstrated in [22], where the authors presented an

axiomatic approach to evaluate the various centrality measures according to a set of fundamental

properties a good centrality measure should exhibit. They showed that only harmonic centrality

measure satisfies all the axioms, which makes it an excellent measure for arbitrary networks [21].

For example, the authors showed that harmonic centrality is one of only two centrality measures

(besides PageRank) that is strictly rank monotone, i.e., adding a new edge to a node will not demote

its rank relative to other lower-ranked nodes in the network.

Furthermore, the following lemma shows two additional properties of the harmonic centrality

when used as he structural preservability measure (see Equation (6.4) by a sampling algorithm.

Lemma 6. The harmonic centrality satisfies the following properties:

1. ˜̀(E,⌧B) = 0, if E 8 +B.

2. ˜̀(E,⌧1)  ˜̀(E,⌧2) 8E 2 +1, if ⌧1 ✓ ⌧2.

where ˜̀(E,⌧B) = � (E,⌧B).

Proof : For the first property, it is easy to show that ˜̀(E,⌧B) = 0 for E 8 +B since 8D 2 +B :

3
⌧
(E, D) = 1) � (E, D) = 0. To prove the second property, let⌧1 = (+1, ⇢1) and⌧2 = (+2, ⇢2).

If ⌧1 ✓ ⌧2 then 8E, D 2 +1 : 3
⌧1

(E, D) � 3
⌧2

(E, D). As a result,

8E, D 2 +1 :
1

3
⌧1

(E, D)


1
3
⌧2

(E, D)
.

Since +1 ✓ +2, it is easy to show that � (E,⌧1)  � (E,⌧2), 8E 2 +1. Thus, the second property

holds for Equation (6.4). ⇤

6.4.2 Fairness-aware Network Sampling Objective

To address the challenge of combining structural preservability with group representativity, we

introduce a max-min subgraph fairness criterion, which is inspired by the idea of the minimax

Pareto fairness concept proposed in [118] for satisfying group fairness. Specifically, our max-min
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subgraph fairness criterion evaluates the average centrality value for each group of the protected

attribute and uses its worse group performance (i.e., group with minimum average centrality value)

as its fairness measure.

Let {%1, %2, · · · , % } be a partitioning of the nodes in a network ⌧ based on their membership

according to the protected attribute -
(?) . For each group %8, we define the following group

centrality ratio as follows:

Definition 14 (Group Centrality Ratio). Given a network ⌧ =< + , ⇢ , - > and centrality ratio `,

the group centrality ratio for the node group %8 is

f8 (⌧B) =
1
|%8 |

’
D2%

8

`(D,⌧B) (6.6)

For sampling algorithms without full access to the entire network, we may replace ` by ˜̀ in the

above definition.

Definition 15 (Subgraph Fairness Criterion). Given a network sample ⌧B =< +B, ⇢B, -B >, node

groups {%1, %2, · · · , % }, and a group centrality ratio functionf, we define the following subgraph

fairness measure:

o
5 08A

(⌧B) = min
18 

{f8 (⌧B)} (6.7)

Our network sampling goal is to maximize the fairness criterion defined in Equation (6.7). Replacing

the measure into the objective function in Equation (6.1), our fairness-aware sampling objective is:

⌧
⇤
B
= argmax

⌧B2G= min
8

(f8 (⌧B)) (6.8)

Lemma 7. If ˜̀ satisfies the properties stated in Lemma 6, then the fair network sampling measure,

o
5 08A

, is a monotonically nondecreasing function.

Proof : Let f<8= (⌧B) = min18 (f
)

8
). In order to show f

<8= is a monotonically nonde-

creasing function, we have to show that f<8= (⌧1)  f
<8=

(⌧2) if ⌧1 ✓ ⌧2. Since ˜̀ satisfies the

second property in Lemma 6 and f)
8

is a summation over `, therefore f)
8

must be a monotonically
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nondecreasing function for all 1  8   . Furthermore, as f<8= is the minimum value of f)
8

over

8, it must also be monotonically nondecreasing, which completes the proof. ⇤

6.5 Proposed Greedy Fair Network Sampling Algorithm

This section describes our proposed greedy sampling algorithm for fair network sampling,

which is designed to provide an approximate solution to the sampling objective given in (6.8).

6.5.1 Greedy Algorithm for Max-min Subgraph Fairness

We propose the following greedy algorithm for the max-min subgraph fairness problem. Our

greedy algorithm is based on the following notion of marginal gain of a set of nodes � ⇢ + .

Definition 16 (Marginal Gain). Given a network ⌧ = (+ , ⇢), a subgraph ⌧B = (+B, ⇢B), and a set

of nodes � ⇢ + \+B, the marginal gain X<8= (.) of adding set � ⇢ + to ⌧B is

X
<8=

(�|⌧B) = f<8= (⌧B [ �) � f<8= (⌧B) (6.9)

where f<8= (⌧B) = min18 {f
)

8
(⌧B)}.

A greedy algorithm can be developed to optimize (6.7) by incrementally adding a node E into

the sample ⌧B in a way that maximizes the marginal gain. However, computing the harmonic

centrality can be expensive when the sampled graph is large. To improve its e�ciency, we present

the following fast implementation of our greedy algorithm based on a reference set of target nodes.

Definition 17 (Target Set). Given a network ⌧ =< + , ⇢ , - >, where + = [ 
8=1%8, the target set

) = {)1, . . . ,): } is a set of node subsets such that )8 ⇢ %8, for 1  8   .

We will use the target set to compute the following approximate group centrality ratio: f̃8 (⌧B) =

1
|)
8
|

Õ
D2)

8

`(D,⌧B) for each group and compute the marginal gain in Equation (6.9) using the

approximate group centrality ratio instead. Thus, our greedy algorithm will start from the initial,

induced subgraph of the target set ) , and then, iteratively expands the subgraph by selecting a

node from the candidate set j(⌧B) that maximizes the marginal gain. The candidate set j(⌧B)
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corresponds to all immediate neighbors of the nodes +B in + \ +B. Note that the target set ) may

correspond to the initial seed nodes of the sampling algorithm or a subset of nodes that must be

included in the network sample (e.g., nodes with high degrees or other important nodes as specified

by user).

Algorithm 1 Greedy Fair Network Sampling (GFNS)
Input: graph G, sample size n, and target set T.
⌧0  Induced-subgraph(T).
for t = 1 to = � 1 do
j {D | (D, E) 2 ⌧, D 2 + \+

C�1, E 2 +C�1}

E
⇤
 argmax

E2jX
<8=

(E |⌧
C�1)

⌧C  Induced-subgraph(⌧
C�1 [ {E

⇤
})

end for
Output: ⌧C

6.5.2 Theoretical Bounds on Greedy Approximation

Unfortunately, the min-max subgraph fairness criterion is not a submodular function. However, as

shown in Lemma 7, it is a monotonically nondecreasing function. This allows us to use the result

of [19] to obtain a theoretical bound on the greedy approximated solution. Before providing the

main theorem, we first need to introduce some definitions.

Definition 18 (Greedy Submodularity Ratio [19]). The greedy submodularity ratio of a function f

is the largest scalar W such that

’
D2�\⌧ (C)

X(D |⌧
(C)
) � WX(�|⌧

(C)
), 8|�| = =, C = 0, . . . = � 1

Remark. For a non-decreasing f or f<8= functions, W 2 [0, 1].

Definition 19 (Greedy curvature [19]). The greedy curvature is the smallest scalar U

X(EC |⌧
(C�1)

[ �) � (1 � U)X(EC |⌧C),8|�| = =
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Theorem 8. Let f be the group centrality measure defined in Equation (6.6) and X<8= (·) be the

marginal gain with greedy submodularity ratio and greedy curvature defined in Definitions 18

and 19, respectively. The proposed greedy fair network sampling algorithm has the following

approximation guarantee

f() ,⌧
( )

) �
1
U

h
1 �

⇣
 � UW

 

⌘
 
i
f() ,⌧

⇤
) �

1
U

(1 � 4�UW)f() ,⌧⇤)

where ⌧ ( ) is the output of the greedy algorithm and ⌧⇤ is the optimum solution.

The proof of the theorem can be shown using Lemma 7 of this chapter and Theorem 1 of [19].

6.6 Experimental Evaluation

This section describes the experiments performed to evaluate the e�cacy of our proposed

methods fair network sampling algorithm.

6.6.1 Experiment Setup

6.6.1.1 Datasets

We evaluated our methods on four real-world datasets as summarized in Table 6.1. The first

dataset corresponds to the Facebook ego-network of friendship relation [106]. The second dataset

corresponds to a social network from tagged.com [52]. The third dataset is the German credit[48]

data, where the nodes represent clients and links between nodes are created based on similarity

of the clients’ credit accounts [5]. Finally, the fourth dataset corresponds to the Credit Default

data [182], where the nodes are credit applicants and the links are created based on similarity of

the applicants [5]. Gender is chosen as the protected attribute for the first 3 datasets whereas age is

the protected attribute for the last dataset.

6.6.1.2 Evaluation Metric

We evaluate the structural preservability of the sampling algorithm according to the following three

metrics:
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Table 6.1: Statistics of network data used for experiments.

Network #nodes #edges CC protected feature
Facebook 4,039 88234 0.6055 gender
Tagged 5,607,448 912,280,409 0.0005 gender
German 1,000 24,970 0.3801 gender
Credit 30,000 2,174,014 0.6466 Age

• Degree distribution distance (Ddist): Using the Kolmogorov-Smirnov statistic, we compare

degree distribution of the sampled network to that of the original network. It is a nonparamet-

ric test of equality between continuous, one-dimensional probability distributions. Following

[104], we simply use it to measure the distance between the two distributions as follow:

⇡38BC (⌧B) = sup
3

|�
(
(3) � � (3) |

where �
(

and � are cumulative distribution functions (CDFs) of degree distributions for the

sampled network and original network respectively.

• Clustering Coe�cient(X-CC): We compare the average clustering coe�cient of the sampled

graph and the original one.

X-CC =
��� 1
|+ |

’
E2+

_
⌧
(E)

g
⌧
(E)
�

1
|+B |

’
E2+B

_
⌧B

(E)

g
⌧B

(E)

���
where _

⌧
(E) is the number of triangles in ⌧ with E being one of the nodes. g

⌧
(E) is the

number of subgraphs in G with 2 links and 3 nodes, where one of the nodes is v and v is

connected to the other two nodes.

• Harmonic: the average centrality ratio efined based on Harmonic distance for all nodes in

the sampled graph. This measure will be between zero and one. Larger values are better.

For group representativity, we consider the following evaluation metrics:

• Normalized Cumulative Group Relevance (nCGR) [166]: measures the extent to which

the position of the nodes in the ranking of a sampled graph and the visibility of a protected
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group is preserved. To do this, the relevance of a node E in a given graph is defined as the

inverse of the node E’s rank, based on its degree, normalized by the rank sum of all nodes in

the network.

A4; (E) =
(A0=: (E))

�1Õ
D2+ A0=: (E)

The cumulative protected group relevance for the sampled graph is compared against the

original network as follows:

=⇠⌧'8 =

Õ
E2C>?: (⌧B)\%8

A4; (E) + nÕ
E2C>?: (⌧)\%

8

A4; (E) + n

where =⇠⌧'8 measures the extent to which the relevance of a protected group %8 is above

or below the expectation from the original network with respect to the top k nodes. Value

above 1 indicates the group is more relevant in the sampled graph compared to the original

network. Value less than 1 indicates that the group has become less relevant in the sampled

network. The hyperparameter n = 0.001 is used to avoid division by zero [166]. Here we

report the minority group nCGR and the closer value to 1 is considered to be better.

• min-f: The subgraph fairness criterion using the group centrality ratio defined in Equation

(6.6). Here in evaluation we consider all the nodes in the sampled subgraph when computing

f.

6.6.1.3 Baseline Sampling Algorithms

We consider following commonly studied sampling techniques

• Random Node: We consider two variations; the first variation which we refer to as NS,

randomly selects a subset ( of the nodes without considering their topology properties. The

second variation, NSD, randomly selects a subset ( of the nodes with probability proportional

to the node degree.
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• Breadth/Depth-first search BFS/ DFS: Both BFS and DFS are widely used for exploring

large networks. Both algorithms start from an initial set of nodes and iteratively expand the

sample based on their graph traversal strategy.

• Random Walk: RW starts with an initial set of seed nodes and expands the sample by

simulating a random walk on the network. Fair Random Walk (FRW) [147] is a variation of

the method to account for fairness. Instead of randomly selecting a node amongst all neighbors

as the next node, it first partitions the neighbors into groups based on their protected attributes

such that each group has the same probability of being chosen regardless of their sizes. A

random node from the chosen group is then selected as the next node to visit.

• Metropolis-Hastings Random Walk (MHRW): Metropolis-Hastings is a Markov Chain

Monte-Carlo (MCMC) technique for producing random samples from an arbitrary distri-

bution. The MHRW results in selecting a subset ( of nodes from a uniformly random

distribution.

In all of the above methods, after selecting a subset ( of nodes, we extract the induced subgraph

corresponding to the nodes in (.

6.6.2 Experimental Results

In the following subsections we investigate the performance of the proposed framework.

6.6.2.1 General Performance

In this subsection we investigate the performance of the proposed sampling methods on preserving

network properties. Tables 6.2, 6.3, 6.4, and 6.5 shows the result on all seven measures for the four

datasets. Based on the results, there is no single approach which perform better than other sampling

methods on all 4 datasets. Specifically, for the three structural perservability related measures the

GFNS perform relatively better than other baselines. Although the results may vary depending

on the dataset and evaluation metric the GFNS algorithm consistently appears in the top-2 in 9
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Table 6.2: German credit Dataset

X-CC Ddist Harmonic nCGR min-f
NS 0.008+/-0.00 0.616+/-0.00 0.368+/-0.00 1.01+/-0.00 0.365+/-0.00

NSD 0.009+/-0.00 0.412+/-0.00 0.4 +/-0.00 1.018+/-0.00 0.398+/-0.00
DFS 0.008+/-0.00 0.586+/-0.00 0.372+/-0.00 1.011+/-0.00 0.369+/-0.00
BFS 0.027+/-0.000 0.333+/-0.00 0.409+/-0.00 1.018+/-0.00 0.408+/-0.00
RW 0.016+/-0.00 0.351+/-0.001 0.408+/-0.00 1.014+/-0.00 0.407+/-0.00

MHRW 0.008+/-0.00 0.355+/-0.001 0.405+/-0.00 1.008+/-0.00 0.401+/-0.00
FRW 0.011+/-0.00 0.357+/-0.001 0.406+/-0.00 1.014+/-0.00 0.405+/-0.00
GFNS 0.037+/-0.00 0.249+/-0.00 0.443+/-0.00 1.019+/-0.00 0.441+/-0.00

Table 6.3: Faecebook Dataset

X-CC Ddist Harmonic nCGR min-f
NS 0.177+/-0.002 0.659+/-0.001 0.015+/-0.00 1.039+/-0.00 0.014+/-0.00

NSD 0.077+/-0.00 0.224+/-0.001 0.079+/-0.00 1.018+/-0.00 0.078+/-0.00
DFS 0.02+/-0.00 0.538+/-0.00 0.024+/-0.00 1.025+/-0.00 0.023+/-0.00
BFS 0.105+/-0.00 0.308+/-0.00 0.109+/-0.00 1.007+/-0.00 0.109+/-0.00
RW 0.103+/-0.00 0.339+/-0.001 0.093+/-0.00 1.012+/-0.00 0.092+/-0.00

MHRW 0.041+/-0.00 0.192+/-0.005 0.145+/-0.00 1.013+/-0.00 0.144+/-0.00
FRW 0.096+/-0.00 0.341+/-0.002 0.089+/-0.00 1.012+/-0.00 0.087+/-0.00
GFNS 0.014+/-0.00 0.182+/-0.00 0.135+/-0.00 1.009+/-0.00 0.135+/-0.00

out of 12 settings, which shows the e�ectivness of the proposed method in preserving structural

properties of the graph.

For the sampling fairness evaluation, we consider the proposed criteria alongside nCGR as

the evaluation metrics. The last two columns in Tables 6.2, 6.3, 6.4, and 6.5 results. Similar to

structural preservability, The results indicate that no single approach performs better than other

sampling methods on all four datasets. The proposed greedy algorithm successfully achieves to be

among the top-2 in 6 out of 8 settings. On the Credit dataset, the performance of our algorithm on

both fairness criteria is the best. On the other three datasets, it has the best result in one of the two

fairness criteria.

6.6.2.2 Performance on Target Nodes

We first evaluate the performance of the sampling algorithms on target nodes. We ran each baseline

algorithm ten times, and plot the patterns. For the target set, we consider ten nodes, ten nodes
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Table 6.4: Credit Dataset

X-CC Ddist Harmonic nCGR min-f
NS 0.523+/-0.006 0.999+/-0.00 0.001+/-0.00 1.012+/-0.00 0.000+/-0.00

NSD 0.242+/-0.007 0.997+/-0.00 0.001+/-0.00 1.000+/-0.00 0.001+/-0.00
DFS 0.146+/-0.00 0.984+/-0.00 0.006+/-0.00 1.000+/-0.00 0.006+/-0.00
BFS 0.121+/-0.00 0.868+/-0.00 0.008+/-0.00 1.051+/-0.00 0.007+/-0.00
RW 0.019+/-0.00 0.808+/-0.00 0.007+/-0.00 1.017+/-0.00 0.007+/-0.00

MHRW 0.081+/-0.002 0.552+/-0.018 0.016+/-0.00 1.001+/-0.00 0.012+/-0.00
FRW 0.033+/-0.00 0.768+/-0.002 0.007+/-0.00 1.004+/-0.00 0.006+/-0.00
GFNS 0.145+/-0.00 0.182+/-0.00 0.026+/-0.00 1.000+/-0.00 0.015+/-0.00

Table 6.5: Tagged Dataset

X-CC Ddist Harmonic nCGR min-f
NS 0.001+/-0.00 0.398+/-0.00 0.217+/-0.12 2.052+/-0.00 0.208+/-0.12

NSD 0.001+/-0.00 0.105+/-0.003 0.012+/-0.001 1.951+/-0.00 0.01+/-0.00
DFS 0.001+/-0.00 0.298+/-0.00 0.026+/-0.00 1.048+/-0.00 0.107+/-0.00
BFS 0.001+/-0.00 0.193+/-0.00 0.115+/-0.00 1.072+/-0.00 0.113+/-0.00
RW 0.001+/-0.00 0.30+/-0.00 0.114+/-0.00 1.053 +/-0.00 0.106+/-0.00

MHRW 0.002+/-0.00 0.267+/-0.005 0.015+/-0.00 1.067+/-0.00 0.012+/-0.00
FRW 0.001+/-0.00 0.281+/-0.00 0.114+/-0.00 1.052+/-0.00 0.111+/-0.00
GFNS 0.001+/-0.00 0.082+/-0.00 0.079+/-0.00 1.040+/-0.00 0.068+/-0.00

from each gender. For the Facebook data, we consider nodes with the highest harmonic centrality

measure as the target set. For the Tagged network, we randomly selected five nodes from each

gender.

Figure 6.2 shows the value of ` for the ten target nodes on the Facebook dataset for the sample

size of 5% of the original network. Here we sorted the value of ` for each sampling method. We

notice that the GFNS outperform all the baseline method. For all ten nodes in the target set, the

value of ` defined based on Harmonic distance is higher for GFNS. This is what we expected, and

the experiment results agree with it. The second observation is that the BFS is performing better

than most of the baselines.

Table 6.6 for German credit network summarizes the performance of the algorithms based

on the average of proposed measure in equation 6.7 for di�erent sample sizes. The higher value

indicates better performance in preserving the structural properties of target nodes. It is transparent

that regardless of the sample size and network type, the proposed greedy algorithm outperforms
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Figure 6.2: The proposed Harmonic measure values for the samples with 10 target nodes.

Table 6.6: The average node-level harmonic measure for German credit network .

100 200 400
NS 0.0617+/-0.0001 0.1629+/-0.0001 0.3639+/-0.0001

NSD 0.0841+/-0.0000 0.1900+/-0.0000 0.3984+/-0.0000
DFS 0.0765+/-0.0000 0.1651+/-0.0000 0.3672+/-0.0000
BFS 0.0985+/-0.0000 0.2033+/-0.0000 0.4211+/-0.0000
RW 0.0850+/-0.0000 0.2013+/-0.0000 0.4129+/-0.0000
FRW 0.0870+/-0.0000 0.1984+/-0.0000 0.4114+/-0.0000
GFNS 0.1147+/-0.0000 0.2259+/-0.0000 0.4396+/-0.0000

other sampling methods as expected. This result shows the proposed greedy sampling is successful

in achieving its objective.

6.7 Conclusion

This work presents a novel fairness-aware network sampling approach that combines the struc-

tural preservability and group representativity objectives into a unified learning framework. We
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introduced a new sugraph fairness criterion and developed a greedy fair network sampling algorithm

with well-grounded theoretical bounds on the greedy approximation. Finally, we experimentally

demonstrate the e�ectiveness of the proposed method on various real-world network data.
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CHAPTER 7

FUTURE WORK

The use of machine learning algorithms in daily life is pervasive and entrenched in our society.

Its vast application includes di�erent fields such as healthcare, criminal justice, advertisement and

recommender systems, banking and finance, dating and hiring, online social media. This broad

application creates a unique opportunity for machine learning researchers with new data sources,

problems, and challenges to address. Machine learning and data analysis can help us expand our

knowledge about the complex environment we live in and makes it more accessible and e�cient. It

also exposed to the social, cultural, and institutional biases that have been established in our society.

I want to continue my research in two directions. First, I would like to extend my research in

network analysis. Although network studies have played a central role in machine learning for quite

a while, there are still multiple challenges in this field. In the first part of this chapter, I explain

some of the related challenges that I would like to address in my research. Second, I would like to

expand my line research in fairness to explainability. During my research related to this thesis, I

realized that explainability and fairness are related, and explainability can play a significant role in

mitigating machine learning-generated biases. In the second part of this chapter, I will explain this

connection and some research ideas that I would like to investigate.

7.1 Network Analysis

I would like to extend my line of research on fairness-aware network analysis in the near future.

Many other problems in fairness network analysis are non-i.i.d problems and therefore call for an

approach similar to the ones that I have developed in my previous work. An interesting question

I would like to investigate is whether the network fairness measures that I have proposed can also

be applied to dynamic networks. This is not a straightforward question considering the fact that

static approach network centrality measures, such as PageRank, might be inappropriate in dynamic

settings [117]. An example of a fairness-aware dynamic problem on which I would like to work is
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the ranking node problem. This has essential applications in recommender systems and information

retrieval. While there is some recent work on fairness in the non-dynamic ranking node problem

[176], to the best of my knowledge, there is no work on the dynamic ranking node problem.

In addition to the fairness-aware network research track, I also found expanding the compu-

tational power of current network AI models beyond the message passing framework a critical

problem that I would like to investigate. I am interested in developing new network learning al-

gorithms that incorporate higher-order structural information about networks into the AI model. I

believe the harmonic-based measure for the sampling with an application on training graph convo-

lution networks has connections to the notion of graph moments discussed in [9] that I would like

to study more.

7.2 Fairness and Explainability in Machine Learning

The best way to quantify fairness remains an unresolved debates among experts. There are

strong criticisms against both individualistic and group level approaches for quantifying fairness.

For example, group level metrics fail to guarantee fairness for individuals and subgroups, whereas

individual fairness metrics typically rely on similarity measures. Therefore, experts have not

reached a consensus over a general similarity measure that would be appropriate for a wide range

of problems.

In response to this challenge, instead of developing a model that explicitly satisfies a notion of

fairness, I propose an indirect method that implicitly guarantees fairness. The proposed process,

which I refer to it as "democratization of fairness in machine learning," solicits judgments on the

fairness of the model’s decisions from users a�ected by these decisions. Maximizing the positive

feedbacks of users can indirectly result in the fairness of the model decision. Currently, fairness

in ML su�ers from a lack of direct conversation with users (subjects) a�ected by the model’s

decisions. The democratization of fairness in ML works to close this gap through two main steps.

The first step is to ensure that subjects understand the algorithm decision-making process. As

a result of this understanding, well-informed subjects can have more reliable judgments about
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algorithm decisions’ fairness. The second step is to update the model based on the feedback of the

well-informed subjects.

Step one in the democratization of fairness is related to the explainability topic. Fairness

and explainability concepts are intertwined, and explanations, which try to help human users

understand the functionality of the ML models, can be utilized to reach fairness in ML models [12].

Previous research has shown that the explanation of an algorithmic decision process can help detect

discrimination behavior[20]. For instance, counterfactual explanations ask questions like, “Had an

individual been of a di�erent protected status, would the model have treated them di�erently?”[20]

and then use the answer as a fairness measure. However, the kind of explanation depends on who

is the target of the explanation. In the future, I aim to understand how to utilize an explanation as a

tool for involving the subjects in the process of detecting discrimination.

Step two in the democratization of fairness is integrating the subjects’ feedback into the training

and updating of the model. There is a line of research in fairness in recent years using auditing for

detecting discrimination against subgroups of the population. In this body of research, auditors are

either an algorithm playing a zero-sum game against the model [86] or they are a group of experts

who have the required skillset to make a judgment [150]. However, none of this research considers

placing the users a�ected by the model decisions in the position of Auditor. I am interested in

expanding the idea of auditing to include these users.
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